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ABOUT THIS MANUAL

The Video Management System (VMS) Network Manager User Guide presents a practical guide to installing, configuring and using the Video Management System (VMS) Network Manager and describes the functionality of each feature of the interface.

This section lists the features of the Video Management System (VMS) Network Manager.

NEW IN VERSION 2.3

Video Management System (VMS) Network Manager version 2.3 includes the following new features:

- Supports software upgrade and configuration update for the following additional Sony endpoints:
  - PCS-11
  - PCS-G70
  - PCS-TL50
  - PCS 1600/P (configuration update only)

NEW IN VERSION 2.1

Video Management System (VMS) Network Manager version 2.1 includes the following new features:

- Supports software upgrade and configuration update for Sony PCS-1 endpoints.
VMS Network Manager Features

- Supports endpoint management for commonly used endpoints including, automatic detection, central configuration and dialing from the managed endpoint.
- Supports Cisco MCM with extensive configuration options using the Video Management System (VMS) Network Manager interface including, Local and Remote Zones, Prefixes, bandwidth rules, debug flags and Telnet commands.
- Supports the Local user profile with configurable network subsets for restricting user read permissions and write permissions to specific zones and element types on the network.
- Supports network hierarchy management allowing central control by the Video Management System (VMS) Network Manager of network elements. Replaces the ENC functionality in RADVISION ECS elements.
- Supports network call monitoring with comprehensive details about point-to-point calls on the network and call disconnection.
- Supports the customization of alarm severity settings per user profile.
- Supports alarm e-mail notifications and sound notifications per user profiles.
- Supports offline element configuration.
- Supports drag and drop network hierarchy configuration with automatic IP addressing updates to the relevant element tables.

Existing Features

Video Management System (VMS) Network Manager includes the following features:

- Provides network status about elements, calls, endpoints, bandwidth usage, B-Channel usage and error status.
- Provides conference view showing the MCU controlling the conference, conference ID, conference type, video and bandwidth settings and the number of participants.
- Auto-detects RADVISION elements present on the network.
FEEDBACK

The team at RADVISION constantly endeavor to provide accurate and informative documentation. However, if you have comments or suggestions regarding improvements to future publications, we would value your contribution.

Please reply to the following address and include a summary/headline of your comments:

documentation@radvision.com

We thank you for your contribution and wish you the best with your endeavors.
VMS NETWORK MANAGER OVERVIEW

WHAT’S IN THIS CHAPTER

This chapter introduces you to the following:

- About the VMS Network Manager
- What the VMS Network Manager Provides

ABOUT THE VMS NETWORK MANAGER

The Video Management System (VMS) Network Manager is a simple-to-use network management system for RADVISION IP video conferencing networks. Designed with the network administrator in mind, the Video Management System (VMS) Network Manager provides a unified interface for managing all the devices (elements) in your video conferencing network, including:

- RADVISION elements
  - MCU
  - ECS
  - Gateway
  - DCS
  - VPS
- Third party elements and endpoints:
  - Cisco MCM
  - Endpoints: Polycom, Tandberg, Aethra, Sony
  - Schedulers
What the VMS Network Manager Provides

**SYSTEM REQUIREMENTS**
The Video Management System (VMS) Network Manager must be installed on a dedicated standalone server running the Windows 2000 or Windows XP platform.

The Video Management System (VMS) Network Manager communicates with RADVISION elements using a variety of industry-standard protocols, such as SNMP, XML, Telnet and FTP.

*Note* Ports supporting these protocols must be available in each element in order to be managed by the Video Management System (VMS) Network Manager.

**WHAT THE VMS NETWORK MANAGER PROVIDES**
The Video Management System (VMS) Network Manager is a fully compliant network management system that provides network-wide functionality for RADVISION elements.

**NETWORK STATUS**
The Video Management System (VMS) Network Manager provides network administrators with the most critical network status information at a glance, including:

- Element information—Total number of elements, the number of faulty elements and the number of elements that are offline.
- Call information—Total number of calls in the network, the number of point-to-point calls and the number of conferences.
- Endpoint information.
- Bandwidth information—Inter-zone bandwidth usage.
- B-channel usage information.

All network status information is updated in real time by the Video Management System (VMS) Network Manager database.

**VIEWING CALLS AND CONFERENCES**
The Video Management System (VMS) Network Manager provides network administrators with a view of all calls and conferences currently taking place over the network. With these view, administrators can quickly determine:

**Calls**

- Source and destination alias
- Source and destination gatekeeper
- Allocated resources
One click control allows the network administrator to view call details or to access the source or destination gatekeeper element manager per call. For more information about viewing calls with the Video Management System (VMS) Network Manager, see the Conferences and Calls View chapter.

**Conferences**

- The MCU controlling the conference.
- Conference ID.
- Conference type.
- Video and bandwidth settings.
- Number of participants—including the current number, the number reserved and the number of local participants.

One click control allows the network administrator to link to the MCU Conference Control interface to assume full control of any conference in the list. For more information about viewing conferences with the Video Management System (VMS) Network Manager, see the Conferences and Calls View chapter.

**AUTO-DETECT**

The Video Management System (VMS) Network Manager uses an automatic detection mechanism for discovering the RADVISION elements present on the network. This information is saved to the Video Management System (VMS) Network Manager database and is used to create the various network views available via the Video Management System (VMS) Network Manager interface. Auto-detect can be run at regular intervals and whenever the server is restarted. Auto-detect can also be manually initiated at any time. For more information, see Multiple Network Views on page 5

**Note**  The access field definitions for SNMP communities and Telnet must correspond with the settings configured in the selected element in order to retrieve the information from the element. If these fields are not configured correctly, the required information cannot be displayed. For more information, see the Network Tree View chapter.
What the VMS Network Manager Provides

**BASIC ELEMENT CONFIGURATION**

The Video Management System (VMS) Network Manager provides network administrators with the ability to view and edit the most commonly used configuration parameters of various elements in the network, such as MCU elements, ECS elements and Gateways.

**MCU CONFIGURATION**

Using the Video Management System (VMS) Network Manager, network administrators can configure the following MCU parameters:

- IP address
- MCU type (such as MCU or MP Only)
- DCS parameters, if applicable

**ECS CONFIGURATION**

Using the Video Management System (VMS) Network Manager, network administrators can configure the following ECS parameters:

- Dial plan version
- Registration and routing modes

**GATEWAY CONFIGURATION**

Using the Video Management System (VMS) Network Manager, network administrators can configure the following Gateway parameters

- Gatekeeper IP address
- Location

** CISCO MCM CONFIGURATION**

Using the Video Management System (VMS) Network Manager, network administrators can configure the following Cisco MCM parameters:

- GKTMP port
- LRQ hop count

---

**Note**  For more information about configuring elements with the Video Management System (VMS) Network Manager, see the Network Tree View chapter.

---

**VIEWING ALARMS AND EVENTS**

The Video Management System (VMS) Network Manager provides network administrators with a list of the alarms currently active in any of the elements in the network. The list is constantly updated by the system, ensuring that any problems are located without delay. One-click access from any alarm directly to the administration interface of the device ensures that problems can be investigated and dealt with immediately.
What the VMS Network Manager Provides

In addition, the Video Management System (VMS) Network Manager provides a list of all events that have taken place in the network. This list can be filtered by the network administrator, as required. For more information, see the Alarms View chapter.

**CONNECTING TO ELEMENT MANAGERS**

The Video Management System (VMS) Network Manager provides one-click access to the administration interfaces (element managers) of all the elements in the network, regardless of type, without the need to log in individually to each element. This gives network administrators the ability to perform a full range of management and configuration procedures on individual elements. Links to element managers can be found throughout the Video Management System (VMS) Network Manager interface, including the Alarm and Event views, the Conferences view and the various network views.

**CONNECTING TO TERMINAL MANAGERS**

In addition to providing one-click access to element managers, the Network Tree view of the Video Management System (VMS) Network Manager also provides one-click access to the web-based management systems of some common endpoints registered to the network.

**CENTRALIZED LOG MANAGEMENT**

The Video Management System (VMS) Network Manager provides centralized log management at both the network and element type levels. Using the Settings View, network administrators can define the size of the network log file, as well as the number of backups to maintain and the level of activity detail to include in the log. In addition, the Video Management System (VMS) Network Manager can be used to keep logs for those elements types, such as MCU elements and Gateways, that do not maintain log files of their own.

**MULTIPLE NETWORK VIEWS**

The Video Management System (VMS) Network Manager provides network administrators with multiple options for viewing the elements in the network, including a Network Tree view with elements arranged in a tree structure according to zone, a Network Table view that displays a single, unified list of all network elements, as well as a Network Map view that displays elements and network status information in a graphic, multi-layered format. For more information about the network views, see the Network Tree View chapter.

The Network Tree view features a default view based on the zones in the IP conferencing network. However, the Video Management System (VMS) Network Manager also enables network administrators to create custom views. By creating folders and placing elements into them, administrators can view the network in whatever arrangement works best, such as dividing the network according to location. The views created in the Network Tree view can also be displayed in graphic format in the Network Map view.
What the VMS Network Manager Provides

For more information about creating custom views, see the Finding and Managing Elements chapter.

**OFFLINE CONFIGURATION**

The Video Management System (VMS) Network Manager can hold configuration details for offline elements and apply settings as each element goes online. Both added elements and existing elements can be configured to allow offline configuration.

**ENC FUNCTIONALITY**

The Video Management System (VMS) Network Manager replaces the ENC functionality supported in some versions of the RADVISION ECS and allows administrators to re-configure the ENC support settings globally so that all ECSs operate under the management of the Video Management System (VMS) Network Manager. Administrators can manage and configure gatekeeper network hierarchy parent, child and neighbor relationships. Administrators can select each element node to view the relevant tables for defining the IP addresses of related elements.

This functionality is supported by the drag and drop management feature for automatic re-configuration of parent and child settings and by the offline management capability of the Video Management System (VMS) Network Manager which allows pre-configuration of network hierarchy relationships.

**NETWORK SUBSETS**

The Video Management System (VMS) Network Manager enables administrators to define subsets of the network and restrict users with specific profiles to control certain network areas. Administrators can configure the network subsets using criteria to include or exclude certain zones and element types.

**CISCO MCM SUPPORT**

The Video Management System (VMS) Network Manager provides extensive monitoring, configuration and management capabilities of the Cisco MCM including local and remote zone setup, bandwidth policies, prefixes, logs, debugging and Telnet commands.

**DRAG AND DROP MANAGEMENT**

The Video Management System (VMS) Network Manager provides Network Tree drag and drop functionality for convenient element hierarchy management. Element addressing details are automatically updated in the tables of related elements. This feature can be used during offline configuration.

**MONITORING CALLS**

The Video Management System (VMS) Network Manager supports a comprehensive calls view detailing endpoint information, source and destination gatekeepers, bandwidth settings and call disconnection capabilities.
This chapter provides a description of the network tree view available in the Video Management System (VMS) Network Manager, and includes the following:

- About the Network Tree View
- Monitor Tab
- Elements Tab
- Alarms Tab
- Events Tab
- Calls Tab
- Configure Tab
- Logs Tab
- Access Tab
- Additional Network Tabs
- Additional ECS Tabs
- Additional Endpoints Tab
- Additional MCU Tabs
- Additional Gateway Tab
- Additional Cisco MCM Tabs
- Additional DCS Tab
About the Network Tree View

**ABOUT THE NETWORK TREE VIEW**

The Network Tree view organizes the information about the IP conferencing network into one or more tabbed views, each of which lists the elements in the network in a tree structure (Figure 2-1). By default, the tree divides the elements by zones.

**MANAGING ZONES**

The Network Tree displays the network according to zones which are defined by gatekeepers. There is a zone node in the tree for each gatekeeper in the network, or pair of gatekeepers where an alternate gatekeeper is used. Each zone includes a gatekeeper element with which the zone is defined and other elements such as MCUs and Gateways which are registered in that zone. An element can be **managed**, **unmanaged** or **inferred**. A zone is not an element that can be managed.

**Elements**

- **Managed** — The element exists in the Video Management System (VMS) Network Manager database and provides monitoring information and access to configuration settings.

- **Inferred** — The element does not exist in the Video Management System (VMS) Network Manager database but may appear as an inferred element because a managed element refers to that element.

  For example, a gatekeeper is inferred when a managed element is registered to that gatekeeper zone, but the gatekeeper is not managed by the Video Management System (VMS) Network Manager.

- **Unmanaged** — The element exists in the Video Management System (VMS) Network Manager database but has no open communication channels with the Video Management System (VMS) Network Manager and provides no monitoring information or access to configuration settings.

  An element may be unmanaged when the Video Management System (VMS) Network Manager license limitations have been exceeded or when the user manually sets the element as unmanaged.
About the Network Tree View

Zones

Gatekeeper zones can be managed in a hierarchical structure with parents, neighbors and children. This hierarchical structure is reflected in the Network Tree view and can be arranged using the Video Management System (VMS) Network Manager drag and drop capabilities or by configuring elements offline in place of the ECS Network Configurator (ENC).

A zone cannot be deleted manually from the tree but is automatically deleted in one of the following circumstances:

- A managed gatekeeper in the zone is deleted from the tree.
- The gatekeeper is inferred and the last remaining managed element in the zone is deleted from the tree.

DRAG AND DROP MANAGEMENT

The drag and drop feature enables quick configuration of the network hierarchy and automatically reconfigures element relationships by automatically assigning and updating the appropriate details of the elements with which the managed element registers.

You can configure the following element relationships using the drag and drop feature:

- Gatekeeper Parent <> Child
- Gatekeeper <> MCU/Gateway
- MCU <> MP
- MCU <> DCS

Gatekeeper parent and child element tables are updated for each element in the relationship. MCU and Gateway elements are updated with the appropriate gatekeeper IP address. MP and DCS elements are updated with the relevant IP address and configuration details for registering with the MCU.
About the Network Tree View

**NETWORK TREE INTERFACE**

The Network Tree view enables you to select an element in the tree to display specific information, such as alarms, traps and services related to the element. In addition to the default view where elements are divided into zones, you can add custom views to organize the elements according to criteria you define, such as location or customer use. You can add folders to the custom views and organize the elements in these folders, as required. For more information, see the Finding and Managing Elements chapter.

![Network Tree Interface](image)

**Figure 2-1  Network Tree**

The Network Tree contains one default tab—the **Network** tab, which displays the network root, the zones into which the network is divided and the elements contained in each zone. The tree can be expanded and collapsed, as required. Each element type is represented by a different icon, and the current status of the element is superimposed on that icon.
About the Network Tree View

**ELEMENT CONTROL**

The Network Map view contains five buttons which allow you to perform the following:

- Add element
- Edit element
- Delete element
- Find element
- Auto-detect elements

For more information about these actions, see the Finding and Managing Elements chapter.

**Note**  These buttons are also available in Network Table View and the Network Map View.

You can perform auto-detect in the Network Tree view, which enables you to search the network for new or modified elements and add them to the Video Management System (VMS) Network Manager database. When you select an element (or endpoint) in the tree, the main display area changes to display the relevant tabs. Some of the tabs are common to the different elements types, while others are unique to a particular element type. The main display area also contains the Network Tree buttons, which are described in the following section.

**NETWORK TREE BUTTONS**

Selected tabs in the Network Tree view also include the following buttons:

**Upload**

In all tabs where you can type information directly into a field, click **Upload** to update the information in the database.

**Refresh**

Click **Refresh** to download updated information from the database.

**Note**  Click the pin icon at the top of any tab to enable information about two elements in the tree to be displayed simultaneously.
Monitor Tab

**NETWORK TREE TABS**  Selecting items in the Network Tree displays one or more tabs on the right-hand side of the main display area. Network Tree tabs provide a variety of information about the selected item, such as its current status and alarms, the services configured for the item, and any special access information. In addition, you can configure the most commonly used parameters of each element type.

**MONITOR TAB**  The **Monitor** tab, which is the default tab displayed when an item is selected in the Network Tree view, displays general information about the item.

<table>
<thead>
<tr>
<th>Monitor</th>
<th>Hierarchy</th>
<th>Elements</th>
<th>Alarms</th>
<th>Events</th>
<th>Conferences</th>
<th>Calls</th>
<th>Global Services</th>
</tr>
</thead>
<tbody>
<tr>
<td>Display name</td>
<td>Network Overview</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Status</td>
<td>Down</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Number of elements</td>
<td>7</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Calls</td>
<td>0</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>P2P calls</td>
<td>0</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Conferences</td>
<td>0</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Endpoints</td>
<td>5</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>B Channels</td>
<td>30</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Inter-zone bandwidth</td>
<td>0 kbps</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Intr-zone bandwidth</td>
<td>0 kbps</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Available bandwidth</td>
<td>3400000 kbps</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**Figure 2-2**  Network Tree—Monitor Tab

**Note**  When the gatekeeper in a zone is unmanaged or inferred, the calls, bandwidth and registration information is displayed as zero.
Monitor Tab

The information displayed in the Monitor tab is dependent on the item selected in the tree.

At the network and zone level, the tab displays the following information:

- Display name—Name of the selected zone or element.
- Status.
- Number of elements.
- Calls.
- Point-to-point calls.
- Number of conferences.
- Number of endpoints registered in the network.
- Number of B channels.
- Bandwidth information—Inter-zone, intra-zone, available bandwidth.

**Note**   Call and conference statistics for OnLan Gateways and OnLan MCUs are not included in summary details for selected elements.

At the element level, the Monitor tab displays the name of the element, the IP address, the version number and its current online status. In addition, the tab includes information relevant to the type of element selected. For example, when an MCU is selected in the tree, the Monitor tab includes the current alarm status, the current number of conferences, and so on.

**Note**   Click the link to display the element manager for the selected element.
Elements Tab

**ELEMENTS TAB**

The **Elements** tab displays a table of all elements related to the network, zone or folder selected in the tree.

![Network Tree — Elements Tab](image)

The table in the **Elements** tab includes the following information about each element:

- Element status, indicated by an icon, as follows:
  - 🟢 Online
  - 🟤 Unmanaged
  - 🔴 Offline
  - 🔴 Faulty
- Element type (MCU, ECS and so on)
- Element name (acts as a link to its element manager)
- IP address
- Version number
- Location (as defined in the **Configure** tab of each element)
- Number of calls
- Traffic usage versus capacity
Any element listed in the tree with a question mark (?) is considered to be an inferred element by the system. This means that the element is not listed in the database, but is presumed to exist because another known element refers to the element. Inferred elements cannot be managed, therefore you are recommended either to initiate auto-detect to discover an element, add an element manually or connect an inferred element manually.

**ADDING AN ELEMENT**

Click the **Add** button to add new elements. The **Add Element** dialog box is displayed, enabling you to add new elements manually to the database. Type a display name and enter the IP address. Select an element type and indicate whether the element is managed and configurable offline. Click **OK** to add the element to the network tree. In addition, you can modify, remove and find existing elements. For more information, see the Finding and Managing Elements chapter.

**ALARMS TAB**

The **Alarms** tab displays a table of all current alarms related to the item selected in the tree. You can view alarms per element, zone or the entire network in one view.

<table>
<thead>
<tr>
<th>Severity</th>
<th>Date &amp; Time</th>
<th>Message</th>
<th>Element</th>
</tr>
</thead>
<tbody>
<tr>
<td>Warning</td>
<td>May 12, 2003 7:42:00 AM</td>
<td>Cisco Proxy overside reset error</td>
<td>vwave 5-192.168.0.121</td>
</tr>
<tr>
<td>Critical</td>
<td>May 12, 2003 7:56:31 AM</td>
<td>FR1: remote login failed</td>
<td>192.168.0.2 (INVISON Gateway)</td>
</tr>
<tr>
<td>Critical</td>
<td>May 12, 2003 7:56:31 AM</td>
<td>FR1: local login failed</td>
<td>192.168.0.2 (INVISON Gateway)</td>
</tr>
</tbody>
</table>

*Figure 2-4  Network Tree—Alarms Tab*
Events Tab

The Alarms tab includes the severity of each alarm, the time the event occurred and the alarm message that is related to the selected element. Alarm severity levels include the following:

- Major/Minor/Critical
- Information
- Warning

You can click the link in the right-hand column to access the relevant element managers. For more information, see the Alarms View chapter.

Events Tab

The Events tab displays a table of the events that have occurred in the system, which are related to the item selected in the tree.

<table>
<thead>
<tr>
<th>Severity</th>
<th>Date &amp; Time</th>
<th>Message</th>
<th>Element</th>
</tr>
</thead>
<tbody>
<tr>
<td>Cleared</td>
<td>Aug 18, 2003 10:42:23 AM</td>
<td>Read access not configured</td>
<td>192.168.0.2 (MVS/SCN Gateway)</td>
</tr>
<tr>
<td>Critical</td>
<td>Aug 18, 2003 10:12:23 AM</td>
<td>PR11 remote frame alignment alarm</td>
<td>192.168.0.2 (MVS/SCN Gateway)</td>
</tr>
<tr>
<td>Cleared</td>
<td>Aug 18, 2003 9:57:23 AM</td>
<td>Read access not configured</td>
<td>192.168.0.121 (device)</td>
</tr>
<tr>
<td>Cleared</td>
<td>Aug 18, 2003 9:42:23 AM</td>
<td>Element offline</td>
<td>devol (ECS - 192.168.0.121)</td>
</tr>
<tr>
<td>Cleared</td>
<td>Aug 18, 2003 9:12:23 AM</td>
<td>Element offline</td>
<td>devol (ECS - 192.168.0.121)</td>
</tr>
<tr>
<td>Cleared</td>
<td>Aug 18, 2003 9:02:23 AM</td>
<td>Read access not configured</td>
<td>devol (ECS - 192.168.0.121)</td>
</tr>
<tr>
<td>Cleared</td>
<td>Aug 18, 2003 8:57:23 AM</td>
<td>Read access not configured</td>
<td>devol (ECS - 192.168.0.121)</td>
</tr>
<tr>
<td>Information</td>
<td>Aug 18, 2003 8:27:23 AM</td>
<td>Read access not configured</td>
<td>devol (ECS - 192.168.0.121)</td>
</tr>
</tbody>
</table>

Figure 2-5  Network Tree—Traps Tab

The Events tab includes the event severity level, the date and time of the event and the event message. You can click the link in the Element column to access the relevant element managers. Click the link above the table to display the Filter Traps dialog box, which enables you to filter the events displayed in the tab by date and severity level. For more information, see the Alarms View chapter.
The **Conferences** tab provides a table for viewing the current status of all conferences being hosted on the network, zone or selected MCU.

<table>
<thead>
<tr>
<th>MCU</th>
<th>Conference ID</th>
<th>Total Participant</th>
<th>Reserved Participants</th>
<th>Video Bitrate</th>
<th>Zones</th>
</tr>
</thead>
<tbody>
<tr>
<td>172.27.14.1</td>
<td>141010</td>
<td>4</td>
<td>4</td>
<td>320 kbps</td>
<td>4</td>
</tr>
<tr>
<td>172.27.18.248</td>
<td>246103842540</td>
<td>6</td>
<td>7</td>
<td>320 kbps</td>
<td>03</td>
</tr>
</tbody>
</table>

**Figure 2-6  Conferences Tab**

The table includes the following information:

- **MCU**—IP address of the MCU on which the conference is being hosted. Click on the link to view the element manager of the MCU (Administrator).
- **Conference ID**—Conference ID number. Click on the link to view the conference manager of the MCU (Conference Control).
- **Layout icon**—Video layout configuration of the conference.
- **Camera icon**—Indicates whether video is enabled for the conference.
- **Speaker icon**—Indicates whether audio is enabled for the conference.
- **Data icon**—Indicates whether data support is enabled for the conference.
- **Total Participants**—Number of current participants.
Conferences Tab

- Reserved Participants—Number of reserved participants.
- Video Bit Rate—Maximum bit rate for the conference.
- Zone—Zone in which the conference is taking place.

Click the **Find** button above the table to display the **Find Conference** dialog box, which enables you to locate a particular conference in the table. For more information about the fields displayed in the **Conferences** tab, see the **Conferences and Calls View** chapter.

**Note** You can access the element manager of the MCU (Administrator) by clicking the link in the left hand column of each table row.

**FINDING A CONFERENCE**

Click **Find** to display the **Find Element** dialog box, which enables you to locate a particular conference in the table. Enter the conference ID or the zone prefix and click **Find**. The row in the table matching your search criteria is highlighted.

![Find Conference Dialog Box](image)

**Figure 2-7**  **Find Conference Dialog Box**

**Note** You can use the asterisk [*] wildcard when searching for conferences.
CALLS TAB

The Calls tab displays a table providing details of each call currently taking place on the selected element including the source and destination aliases and gatekeepers of the calling parties, call start time and allocated bandwidth.

<table>
<thead>
<tr>
<th>Source Alias</th>
<th>Destination Alias</th>
<th>Source Gatekeeper</th>
<th>Destination Gatekeeper</th>
<th>Start Time</th>
<th>Allocated BW (Mbps)</th>
</tr>
</thead>
<tbody>
<tr>
<td>2222</td>
<td>2001</td>
<td>devices EOS - 192.1</td>
<td>evan-180 EOS - 192....</td>
<td>Jun 12, 2002 9:10 00...</td>
<td>0</td>
</tr>
<tr>
<td>evan</td>
<td>2001</td>
<td>devices EOS - 192.1</td>
<td>evan-180 EOS - 192....</td>
<td>Jun 12, 2003 9:09 00...</td>
<td>100</td>
</tr>
</tbody>
</table>

Figure 2-8  Network Tree—Calls Tab

The Calls tab allows you to disconnect calls either for each selected call or globally for all calls. You can also display extended calls by clicking on the table row and a call search option allows you to search by alias, IP address of the endpoint, service or conference ID.
Configure Tab

**CONFIGURE TAB**

The **Configure** tab displays the most commonly needed configuration parameters for the element selected in the tree. The information displayed in the **Configure** tab is dependent on the type of element selected in the tree including the following:

- ECS
- MCU
- Gateway
- DCS
- MCM

**Note**  When a network or a zone is selected in the tree, the **Configure** tab is not available.

**ECS**

The ECS **Configure** tab allows you to configure ECS addressing, registration mode, routing mode, physical location, dial plan version, prefix handling and allow access by the ECS to a central database for network hierarchy management by the ECS Network Configurator (ENC).

![Figure 2-9 Network Tree—ECS: Configure Tab](image)
You can configure the following parameters in the **Configure** tab of an ECS:

- **ECS ID**
- **Registration mode:**
  - **All**—Open zone policy where the ECS accepts any legal registrations from any endpoint.
  - **None**—Closed zone policy that prevents the ECS from accepting any registrations.
  - **Predefined**—Strict zone policy where the ECS only accepts registrations from predefined endpoints.
- If required, select **Merge predefined and online aliases upon registration** to enable the ECS to assign predefined aliases, identified either by alias or IP address/port number, to an endpoint when that endpoint registers.
- **Routing mode:**
  - **Direct**—Routes calls directly with ECS intervention.
  - **Call Setup (Q.931)**—Routes the Call Setup channel through the ECS.
  - **Call Setup (Q.931) and Call control (H.245)**—Enables the H.245 Proxy to route the Call Setup channel and the Control channel through the ECS.
- **Location**—Enter a string specifying the physical device on which the ECS installed, for display purposes.
- **Dial plan version:**
  - **Version 1**—Default setting.
  - **Version 2**—Enables the parameters defined in the **Dial Plan** section of the **Settings** tab in the RADVISION ECS and enables the Global Services Tab, Parent Tab and Children Tab.
- **Strip prefixes**—When selected, enables the ECS to strip zone prefixes in non-gateway calls (internal IP network calls).
- **Strip Gateway Prefixes**—When selected, enables the ECS to strip zone prefixes in gateway calls (IP-to-ISDN network calls).
- **LRQ hop count**—Enter a whole number from 1 to 98 to set the maximum number of gatekeepers that an LRQ message can pass. The LRQ hop count prevents deadlocking when an LRQ loop occurs involving ECS gatekeepers and non-RADVISON gatekeepers. At each gatekeeper in the loop, the LRQ hop count
Configure Tab

is reduced by 1 when that gatekeeper receives an LRQ. When a gatekeeper receives an LRQ and the LRQ hop count is 1, that gatekeeper reduces the LRQ hop count to 0 and sends an LRJ message.

- Use Central Database—When selected, enables the ECS to access the Central Database used by the ENC for network hierarchy management. This option is deselected automatically if you select the **Enable ECS Central Hierarchy Management** option in the **Hierarchy Tab**.

**MCU**

The **MCU Configure** tab enables you to set the unit type and configure addressing details.

---

**Figure 2-10**  
Network Tree—MCU: Configure Tab (MCU version 3.0)
You can configure the following parameters in the **Configure** tab of an MCU according to the MCU version:

- **MCU version 3.x and later:**
  - Use internal gatekeeper—For use on Gateways and MCUs hosted on the INVISION platform.
  - **Unit Type:**
    - **MCU**—The MCU and MP components in the unit work together to provide Call Setup, conference control and media processing.
    - **MP Only**—The MP (Multipoint Processor) unit works in a clustered arrangement operating under the control of an MCU.
  - **Location**—Enter a string identifying the physical location of the MCU device.
  - **MCU IP Address**—MCU IP address. Configurable only on MP units.
  - **Port**—MCU communication port. Configurable only on MP units.

- **MCU Version 2.x**
  - Use internal gatekeeper—For use on Gateways and MCUs hosted on the INVISION platform.
  - **Gatekeeper IP Address**—IP address with which the MCU registers.
  - **Unit Type:**
    - **MCU**—Single station MCU providing Call Setup, conference control and media processing.
    - **MCU Clustered**—MCU operating as a Multipoint Controller that can manage up to six MP Only units in a clustered layout.
    - **MP Only**—The MP (Multipoint Processor) unit works in a clustered arrangement operating under the control of an MCU.
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- Enable DCS— Enables the MCU to register to the configured DCS address.
- DCS IP Address— IP address of the DCS with which the MCU registers.
- Location— Type a description of the DCS location.

GATEWAY

You can configure the following parameters in the Configure tab of a gateway:

- The IP address of the gatekeeper which the Gateway registers
- A string identifying the physical location of the Gateway.
- Use internal gatekeeper— For use on Gateways and MCUs hosted on the INVISION platform.

DCS

You can configure the following parameters in the Configure tab of a DCS:

- Licensed ports— The number of licensed ports on the DCS.
- Enable Telnet— When selected, enables communication with the DCS via Telnet.
- Telnet port— DCS Telnet communication port.

MCM

You can configure the following parameters in the Configure tab of a Cisco MCM:

- Gatekeeper enabled (no shutdown)— When selected, enables the Cisco MCM gatekeeper.
- GKTMP port— Port on which the Video Management System (VMS) Network Manager communicates with the Cisco MCM using the GKTMP communication protocol to get calls and registration information from the MCM.
- LRQ hop count— Enter a whole number from 1 to 98 to set the maximum number of gatekeepers that an LRQ message can pass. The LRQ hop count prevents deadlocking when an LRQ loop occurs involving ECS gatekeepers and non-RADVISION gatekeepers. At each gatekeeper in the loop, the LRQ hop count is reduced by 1 when that gatekeeper receives an LRQ. When a gatekeeper receives an LRQ and the LRQ hop count is 1, that gatekeeper reduces the LRQ hop count to 0 and sends an LRJ message.
The **Logs** tab enables the Video Management System (VMS) Network Manager to keep a log of operations for the element selected in the tree.

**Note**  A log of operations is not available for endpoints supported by the Video Management System (VMS) Network Manager. A log tab is not available for endpoints when selected in the Network Tree view.

---

**Figure 2-11   Network Tree—Logs Tab**

The information displayed in the **Logs** tab is dependent on the type of element that is selected in the tree. The **Logs** tab enables you to define the log for the various elements, as follows:

**ECS**

Select **Save logs** and select the level of detail to include in the log.

**MCU**

Select **Save logs**, type the log file name and define the level of detail to include in the log.
Access Tab

Gateway
Select **Save logs**, type the log file name and define the level of detail to include in the log.

MCM
Select **Save logs**, type the log file name and define the level of detail to include in the log.

**Note** In addition, you can click the link to view the logs directory from any of the **Log** tabs described above. For more information on log parameters, see the **Settings View** chapter.

ACCESS TAB

The **Access** tab allows you to define custom SNMP access settings for the currently selected element. Custom settings differ from the default settings configured for elements of this type in the **Element Access** tab of the **Settings** section.

Access settings allow access to element managers without having to first go through the **Login** screens for each element. For more information about access settings, see the **Settings View** chapter.

![Network Tree—Access Tab](image)

Figure 2-12  *Network Tree—Access Tab*
Access Tab

**Use default**
Check to use the default access settings for the element type. When unchecked, all other tab options are disabled. Availability of the following access configuration parameters depends on the element type selected:

**Element type**
Drop-down list displayed when the selected element is an inferred gatekeeper. Choose ECS or MCM to display the appropriate access configuration parameters.

**Connect**
Click to connect to an inferred element and add it to the Video Management System (VMS) Network Manager database. The access parameters of the element must be correctly configured for the operation to succeed.
Configure the following parameters:
- SNMP read community
- SNMP write community
- User name
- Password
- HTTP port
- Telnet password (MCU, DCS, Cisco MCM)
- Telnet user name (Cisco MCM only)
- Enable Telnet (Cisco MCM only)

**Warning** The access field definitions for SNMP communities and Telnet must correspond with the settings configured in the selected element in order to retrieve the information from the element. If these fields are not configured correctly, the required information cannot be displayed.

**Tip** You can view SNMP Community names by selecting the **View SNMP Community names** option in the **View** menu, if the option is already enabled using the **Configuration Utility**.
Additional Network Tabs

**ADDITIONAL NETWORK TABS**

When the Network node is selected in the tree, additional tabs are displayed, allowing you to centrally manage the ECS hierarchy on the network and configure global services, including the following:

- Hierarchy Tab
- Global Services Tab

**HIERARCHY TAB**

The **Hierarchy** tab allows you to enable the Video Management System (VMS) Network Manager to perform central ECS hierarchy management of ECS Parent, Children and Neighbor relationships and configure global services. This option replaces the ECS Network Configurator (ENC).

![Figure 2-13 Network Tree—Hierarchy Tab (Network)]
You can configure the following parameters in the **Hierarchy** tab:

- **Enable ECS Central Hierarchy Management (ENC users)**—Automatically disables the **Use Central Database** option for ECS elements which support ENC functionality to allow Video Management System (VMS) Network Manager to manage the gatekeeper hierarchy.

- **Set LRQ Hop count override to network gatekeepers**—Configures the LRQ hop count globally for all gatekeepers including the ECS and Cisco MCM.

- **LRQ Hop count override**—Enter a whole number from 1 to 98 to set the maximum number of gatekeepers that an LRQ message can pass. The LRQ hop count prevents deadlocking when an LRQ loop occurs involving ECS gatekeepers and non-RADVISION gatekeepers. At each gatekeeper in the loop, the LRQ hop count is reduced by 1 when that gatekeeper receives an LRQ. When a gatekeeper receives an LRQ and the LRQ hop count is 1, that gatekeeper reduces the LRQ hop count to 0 and sends an LRJ message.

- **Set Global Services to all network ECS elements**—Configures the global services, defined in the **Global Services Tab**, for all ECS elements supporting Dial Plan Version 2.0.

**GLOBAL SERVICES TAB**

The **Global Services** tab displays the list of global services which can be configured for all ECS elements in the network.

**Note** The **Global Services** tab is also enabled when you select ECS elements configured for Dial Plan Version 2.0. INVISION ECS and ECS version 1.0 do not support Dial Plan Version 2.0. For more information, see the **Configure Tab** section.
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The **Global Services** tab displays the following information:
- Services prefix used to access the service
- Service description
- Whether the global service is being retrieved from the Central Database

**ADDING A GLOBAL SERVICE**

Click **Add** to display the **Add Service** dialog box, which enables you to configure new global services, as follows:
- Type the prefix used to access the global service.
- Type a description of the global service.

Click **OK**. The new global service is added to the displayed list.
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When an ECS is selected in the tree, additional tabs are displayed, which enable you to define the manage services, define subzones, control bandwidth and configure Parent, Neighbor and Child gatekeepers, including the following:

- Services Tab
- Subzones Tab
- Bandwidth Tab (ECS version 3.2 or earlier)
- Bandwidth Tab (ECS version 3.5)
- Parent Tab
- Children Tab
- Neighbors Tab

Note: You can modify and delete existing global services using the **Edit** and **Delete** buttons.
Additional ECS Tabs

SERVICES TAB

The **Services** tab displays the list of predefined and online services supported by the ECS selected in the tree.

<table>
<thead>
<tr>
<th>Prefix</th>
<th>Description</th>
<th>Status</th>
<th>Conference Hunting</th>
<th>In-Zone Default</th>
<th>Out of Zone</th>
</tr>
</thead>
<tbody>
<tr>
<td>F0</td>
<td>predefined</td>
<td>no</td>
<td>decline</td>
<td>decline</td>
<td></td>
</tr>
<tr>
<td>Zone prefix 1</td>
<td>predefined</td>
<td>no</td>
<td>allow</td>
<td>allow</td>
<td></td>
</tr>
<tr>
<td>02</td>
<td>predefined</td>
<td>no</td>
<td>allow</td>
<td>allow</td>
<td></td>
</tr>
<tr>
<td>86</td>
<td>predefined</td>
<td>no</td>
<td>allow</td>
<td>allow</td>
<td></td>
</tr>
<tr>
<td>10</td>
<td>predefined</td>
<td>no</td>
<td>allow</td>
<td>allow</td>
<td></td>
</tr>
<tr>
<td>201</td>
<td>predefined</td>
<td>no</td>
<td>allow</td>
<td>allow</td>
<td></td>
</tr>
<tr>
<td>811</td>
<td>predefined</td>
<td>no</td>
<td>allow</td>
<td>allow</td>
<td></td>
</tr>
<tr>
<td>011</td>
<td>predefined</td>
<td>no</td>
<td>allow</td>
<td>allow</td>
<td></td>
</tr>
<tr>
<td>017</td>
<td>predefined</td>
<td>no</td>
<td>allow</td>
<td>allow</td>
<td></td>
</tr>
<tr>
<td>60</td>
<td>predefined</td>
<td>no</td>
<td>allow</td>
<td>allow</td>
<td></td>
</tr>
</tbody>
</table>

**Figure 2-16  Network Tree—Services Tab (ECS)**

The Services tab displays the following information:

- Prefix used to access the service
- Service description
- Whether the service is predefined or online (meaning, service status)
- Whether conference hunting is enabled for the service
- Default policy for in-zone endpoints
- Service policy for out-of-zone endpoints
ADDING A SERVICE

Click **Add** to display the **Add Service** dialog box, which enables you to configure new services supported by the selected ECS, as follows:

- Type the prefix used to access the service.
- Select the service type (**Phone number**, **Name**, **URL address**, **E-mail address**).
- Type a description of the service.
- Select whether to enable conference hunting.
- Select whether to allow access to in-zone endpoints.
- Select whether to allow access to out-of-zone endpoints.

Click **OK**. The new service is added to the displayed list.

![Add Service Dialog Box (ECS)](image)

**Figure 2-17**  Add Services Dialog Box (ECS)

**Note** You can modify and delete existing services using the **Edit** and **Delete** buttons.

SUBZONES TAB

The **Subzones** tab is available for ECS version 3.5 and enables you to view and configure subzone settings and rules for use in conjunction with the bandwidth settings.

For more information about using subzones to configure bandwidth policy, see **Appendix B**.
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**WHAT ARE SUBZONES?**
A subzone is a group of endpoints belonging to a subsection of a Gatekeeper Zone. The subzone is defined by subzone rules. Subzone rules are defined according to one of the following criteria:

- IP range
- IP subnet

For more information about configuring subzone rules, see Adding or Modifying Subzone Rules on page 36.

**WHY USE SUBZONES?**
You can use subzone rules to control the bandwidth available between the departments of your company. You can configure a single subzone for each department including all and only the endpoints within that department. Defining appropriate subzone rules allows you to allocate a different bandwidth to connections between subzones.

Alternatively, you can use subzones to control the bandwidth available between your branch offices. Configure a single subzone for each branch office and define subzone rules that allow a different bandwidth connection per branch.

**ABOUT THE SUBZONES TAB**
The **Subzones** tab allows you to configure subzones and define subzone rules.

![Network Tree—Subzones (ECS version 3.5)](image)

*Figure 2-18* Network Tree—Subzones (ECS version 3.5)
The **Subzones** tab displays the following information:

- Name—Displays the name of the specified subzone.
- Description—Displays the description of the specified subzone.
- Total—Displays the total number of subzones configured.

**ADDITION A SUBZONE**

Click **Add** to open the **Add Subzone** dialog box. Alternatively, double-click an existing subzone or select a subzone to modify and click **Edit** to open the **Edit Subzone** dialog box. The dialog box allows you to specify subzone name and description and to view, add or modify subzone rules.

The following options are available in the **Add Subzone** dialog box:

- Name—Type the required subzone name.
- Description—Type the required subzone description.
- Subzone rules—Include a list of subzone rules which provide details of the **Type** and **Rule**. Add subzone rules using the **Add Subzone Rule** dialog box. For more information, see **Adding or Modifying Subzone Rules** on page 36.

Click **OK** to add the new or modified subzone settings to the ECS database.

![Add Subzone Dialog Box](image)

**Figure 2-19  Add Subzone Dialog Box**

**Note** You can modify or delete existing subzones using the **Edit** and **Delete** buttons.
**ADDING OR MODIFYING SUBZONE RULES**

Click **Add** to display the **Add Subzone Rule** dialog box. To modify an existing subzone rule, double click the required subzone rule, or select the required subzone rule and click **Edit** to display the **Edit Subzone Rule** dialog box.

You can add or modify a subzone rule based on IP range or on IP subnet. IP range is the default option.

**Warning** Make sure there are no clashes between any IP range rule and any subnet IP rule. Clashes between rules may cause the ECS to behave unpredictably.

**IP Range Rules**

The **Add Subzone Rule** and **Edit Subzone Rule** dialog boxes include the following options:

- **Rule type**—Displays **IP range** by default.
- **From IP Address**—Type the lower limit of the range of IP addresses which will activate the rule.
- **To IP Address**—Type the upper limit of the range of IP addresses which will activate the rule.

Click **OK** to add the new or modified subzone rules.

![Add Subzone Rule Dialog Box—IP Range](image)

*Figure 2-20*  Add Subzone Rule Dialog Box—IP Range
IP Subnet Rules

The Add Subzone Rule and Edit Subzone Rule dialog boxes include the following options:

- Rule type—Select IP subnet from the drop-down list.
- Base IP address—Type the base IP address that will activate the rule.
- Subnet mask—Type the subnet mask that will activate the rule.

![Add Subzone Rule Dialog Box—IP Subnet]

Click OK to add the new or modified subzone rules.

**Note**  You can modify or delete existing subzones rules using the **Edit** and **Delete** buttons.
The **Bandwidth** tab for ECS elements up to version 3.2 displays bandwidth information related to the selected ECS and allows you to manage bandwidth rates for outgoing and incoming inter-zone calls, in-zone calls and per terminal. For more information about configuring bandwidth for ECS version 3.5 elements, see **Bandwidth Tab (ECS version 3.5)** on page 39.

For more information about subzones, see **Subzones Tab** on page 33.

### Figure 2-22  
**Network Tree—Bandwidth Tab (up to ECS version 3.2)**

The **Bandwidth** tab displays the following information:

- Maximum incoming bandwidth (in Kbps) for calls from another zone
- Maximum outgoing bandwidth (in Kbps) for calls to another zone
- Maximum internal bandwidth (in Kbps) for calls within the zone
- Maximum bandwidth per terminal (in Kbps)

The **Bandwidth** tab enables you to define the values of each of these bandwidth settings. Click **Upload** after modifying the bandwidth values to update the settings in the ECS database.
The **Bandwidth** tab enables you to define subzones and subzone rules, and to determine bandwidth policy between zones and subzones for ECS version 3.5 or later. For information on subzones, see Subzones Tab on page 33.

For a sample bandwidth policy using subzones, see Sample Topology with Subzones on page 135.

Figure 2-23  Network Tree—Bandwidth Tab (ECS version 3.5)

The **Bandwidth** tab displays the following information.

**Note**  Details are displayed for both inter-subzone rules and for inter-zone rules.

- **Name**—Displays the name of the specified rule.
- **Description**—Displays the description of the specified rule.
- **Allowed**—Displays the total bandwidth (in Kbps) allowed by the specified rule.
- **Used**—Displays the bandwidth (in Kbps) currently used by calls governed by the specified rule.
Additional ECS Tabs

- Available—Displays the free bandwidth (in Kbps) currently available to calls governed by the specified rule.

**Note** Displays 0 when available – used bandwidth < 0.

- Dedicated—Indicates whether or not the rule applies to a specific dedicated connection only. For more information, see Dedicated Rules on page 139.

**ADDING OR MODIFYING INTER-SUBZONE RULES**

Click **Add** to display the Add Bandwidth Rules dialog box which allows you to create an inter-subzone bandwidth rule. To modify an existing inter-subzone rule, double click the required inter-subzone rule, or select the required inter-subzone rule and click **Edit** to display the Edit Bandwidth Rules dialog box.

**Note** If you select the Subzone Default entry, the Edit Bandwidth Rule dialog box displays default settings only. For more information, see Viewing or Modifying the Default Inter-subzone Rule on page 41.

![Add Bandwidth Rules Dialog Box (Inter-subzone)](image)

**Figure 2-24** Add Bandwidth Rules Dialog Box (Inter-subzone)
The following options are available in the Add Bandwidth Rules dialog box:

- **Name**—Type the required name of the inter-subzone rule.
- **Description**—Type the required description of the inter-subzone rule.
- **Connecting**—Select to apply the specified inter-subzone rule to specific subzones only. Select the required subzones from the lists displayed.
- **Any non-dedicated subzones**—Check to apply the specified inter-subzone rule to all subzones within the zone.
- **Allowed**—Type the bandwidth (in Kbps) allowed by the specified inter-subzone rule.
- **Dedicated**—When checked, the call is not included in the used bandwidth calculation. A dedicated rule applies to a specific dedicated connection only. For more information, see Dedicated Rules on page 139.

**VIEWING OR MODIFYING THE DEFAULT INTER-SUBZONE RULE**

The default inter-subzone rule applies to any intra-zone call that does not match any of the configured inter-subzone bandwidth rules.

Double click the Subzone Default inter-subzone rule, or select the Subzone Default inter-subzone rule and click Edit. The Edit Bandwidth Rules dialog box displays indicating default settings.

![Edit Bandwidth Rules Dialog Box—Default](Figure 2-25)
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The following information is displayed in the default **Edit Bandwidth Rule** dialog box:

- **Name**—Displays the name of the default inter-subzone rule.
- **Description**—Displays the description of the default inter-subzone rule.
- **Allowed bandwidth**—Type the bandwidth (in Kbps) allowed by the default inter-subzone rule.
- **Dedicated**—A default rule cannot be dedicated. Disabled for the default inter-subzone rule.

**ADDING OR MODIFYING INTER-ZONE RULES**

Click **Add** to display the **Add Bandwidth Rules** dialog box which allows you to create an inter-zone bandwidth rule. To modify an existing inter-zone rule, double click the required inter-zone rule, or select the required inter-zone rule and click **Edit** to display the **Edit Bandwidth Rules** dialog box.

**Note** If you select the **Zone Default** entry, the **Edit Bandwidth Rule** dialog box displays default settings only. For more information, see **Viewing or Modifying the Default Inter-subzone Rule** on page 41.

![Image](image.jpg)

**Figure 2-26** Inter-zone Bandwidth Rules Dialog Box
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The following options are available in the **Inter-zone Bandwidth Rules** dialog box:

**Name**

Type the required name of the inter-zone rule.

**Description**

Type the required description of the inter-zone rule.

**Gatekeeper IP**

Select the required destination gatekeepers to which the rule is applied.

**Add**

Click **Add** to display the **Add Gatekeeper** dialog box for adding additional gatekeepers to the displayed list.

**Allowed**

Type the bandwidth (in Kbps) allowed by the specified inter-zone rule.

**Outgoing**

Type the bandwidth (in Kbps) that you wish to reserve for outgoing calls only. Reserved bandwidth is deducted from the total allowed bandwidth.

**Dedicated**

When checked, the call is not included in the used bandwidth calculation.
The default inter-zone rule applies to any inter-zone call that does not match any of the configured inter-zone bandwidth rules.

Double click the **ECS Default** inter-zone rule, or select the **ECS Default** inter-zone rule and click **Edit**. The **Edit Bandwidth Rules** dialog box displays indicating default settings.

The following information is displayed in the default **Inter-zone Bandwidth Rules** dialog box:

- **Name**—Displays the name of the default inter-zone rule.
- **Description**—Displays the description of the default inter-zone rule.
- **Allowed**—Type the bandwidth (in Kbps) allowed by the default inter-zone rule.
- **Outgoing**—Type the bandwidth (in Kbps) that you wish to reserve for outgoing calls only.
- **Dedicated**—A default rule cannot be dedicated. Disabled for the default inter-zone rule.
**PARENT TAB**

The **Parent** tab enables you to configure a Parent gatekeeper for the ECS, to define a list of parent filters and to choose whether or not to route calls to unresolved zones via the Cisco Proxy.

**Note** You can also configure the parent gatekeeper automatically using the Video Management System (VMS) Network Manager **Drag and Drop** feature. In the Network Tree, drag and drop the ECS element into the zone of the gatekeeper you wish to configure as the Parent gatekeeper. The ECS **Parent** tab is automatically updated with the Parent gatekeeper details.

**ABOUT PARENT FILTERS**

The ECS sends an LRQ to the Parent Gatekeeper when the zone prefix of the call matches one of the defined parent filters. If the ECS fails to match the zone prefix of the call with any of the defined parent filters, the ECS either rejects the call or forwards the call according to the **Call Fallback** settings configured in the ECS element manager. Where no filters are defined, the ECS passes the call to the Parent Gatekeeper. The ECS allows a maximum of ten parent filters. For more information, see the **ECS User Guide**.

![Network Tree—Parent Tab](image-url)
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You can configure the following parameters in the Parent tab:

- **Enable**—When checked, enables you to add a Parent Gatekeeper to the ECS.
- **IP Address**—Enter the IP address of the Parent Gatekeeper.
- **Port**—Enter the port number of the Parent Gatekeeper.
- **Description**—Type a description of the Parent Gatekeeper.
- **Parent Filters**—Displays the list of defined parent filters.
- **Add**—Click the Add button to add a new parent filter to the ECS database.
- **Edit**—Double-click a parent filter from the list or select a parent filter from the list and click the Edit button to modify an existing parent filter.
- **Delete**—Select a parent filter from the list and click the Delete button to remove the specified parent filter from the list.

**Note** The parent tab is enabled when the ECS is configured to support Dial Plan Version 2.0 and Use Central Database is deselected in the Configure tab of the selected ECS. The Parent tab is not available to ECS v1.0 and INVISION ECS.

**Adding a Parent Filter**

Click the Add button to open the Add Filter dialog box. Alternatively, double-click the relevant parent filter from the list or select a parent filter from the list and click the Edit button to open the Edit Filter dialog box.

The following option is available in the Add Filter or Edit Filter dialog box:

- **Filter**—Enter or modify the prefix that identifies the filter.

Click OK to add the new parent filter information to the ECS database.

**Note** You can modify and delete existing filters using the Edit and Delete buttons.
**CHILDREN TAB**

The **Children** tab enables you to view, configure and modify Child Gatekeepers of the ECS.

**Note** You can also configure a child gatekeeper automatically using the Video Management System (VMS) Network Manager **Drag and Drop** feature. In the Network Tree, drag and drop the ECS element you wish to configure as the child gatekeeper into the zone of the current ECS. The **Children** tab of the parent ECS is automatically updated with the Child gatekeeper details.

![Network Tree—Children Tab](image)

**Figure 2-29**  
**Network Tree—Children Tab**

The **Children** tab displays the following information:

- **Description**—Displays the Child Gatekeeper description in free text. This field appears when the **Use Central Database** option is unchecked in the **Configure** tab.
- **Prefixes**—Displays the zone prefix. For information on zone prefixes, see the appropriate section in the **ECS User Guide**.
- **IP Address**—Displays the IP address of the Child Gatekeeper.
- **Port**—Displays the port number of the Child Gatekeeper.
Additional ECS Tabs

- Proxy—Indicates whether or not the ECS routes calls from this zone to the Neighbor gatekeeper through the Cisco Proxy. For more information about the Cisco Proxy, see the Cisco Proxy Support section in the ECS User Guide.
- Central Database—Indicates whether or not the Child Gatekeeper was retrieved from the Central Database. For information on the Central Database, see the Central Database section in the ECS User Guide.

**Note** Where available, the Parent tab is enabled when the ECS is configured to support Dial Plan Version 2.0 and Use Central Database is deselected in the Configure tab of the selected ECS. The Parent tab is not available in ECS v1.0 or in the INVISION ECS.

Adding a Child

Click the Add button to open the Add Child dialog box. Alternatively, double-click the relevant Child Gatekeeper in the Children tab or select a Child Gatekeeper and click the Edit button to open the Edit Child dialog box.

The following options are available in the Add Child or Edit Child dialog box:

- **IP Address**—Enter or modify the IP address of the Child Gatekeeper.
- **Port**—Enter or modify the port number of the Child Gatekeeper.
- **Description**—Enter or modify the description of the Child Gatekeeper.
- **Use Cisco Proxy**—Select to indicate whether or not the ECS should route calls from this zone to the Neighbor gatekeeper through the Cisco Proxy. For more information about the Cisco Proxy, see the Cisco Proxy Support section in the ECS User Guide.
- **Prefixes**—Displays the list of defined child prefixes. The ECS sends an LRQ to the Child Gatekeeper when the zone prefix of the call matches one of the defined child prefixes. If the ECS fails to match the zone prefix of the call with any of the defined Child Gatekeeper prefixes, the ECS passes the call to a Neighbor Gatekeeper.
Click the **OK** button to add the Child Gatekeeper to the ECS database.

![Add Child Dialog Box](image)

**Figure 2-30** Add Child Dialog Box

**Note** The **Add**, **Edit** and **Delete** options are disabled when you check the **Use Central Database** option in the **Configure** tab.

**ADDING OR MODIFYING A CHILD PREFIX**

Click the **Add** button to open the **Add Prefix** dialog box. Alternatively, double-click the relevant child prefix from the list or select a child prefix from the list and click the **Edit** button to open the **Edit Prefix** dialog box. The dialog box enables you to add a child prefix to the ECS database or modify an existing child prefix.
Additional ECS Tabs

The following options are available in the Add Prefix or Edit Prefix dialog box:

- Prefix—Enter or modify the child prefix.

Click the OK button to add the new child prefix information to the ECS database.

**Note** You can modify and delete existing child gatekeeper prefixes using the Edit and Delete buttons.

NEIGHBORS TAB

The **Neighbors** tab enables you to view, configure and modify Neighbor Gatekeepers of the ECS for resolving destination IP addresses when the source endpoint is not in the same zone as the destination endpoint. For more information about Neighbor Gatekeepers, see the appropriate ECS User Guide.

![Network Tree—Neighbors Tab](image)

**Figure 2-31** Network Tree—Neighbors Tab

The **Neighbors** tab displays the following information:

- Description—Displays the Neighbor Gatekeeper description.
- Prefix—Displays the zone prefix.
- ID Address—Displays the Neighbor Gatekeeper IP address.
- Port—Displays the port number of the Neighbor Gatekeeper.
### ADDING A NEIGHBOR

Click the **Add** button to open the **Add Neighbor** dialog box. Alternatively, double-click the relevant neighbor gatekeeper in the **Neighbors** tab or select a neighbor gatekeeper and click the **Edit** button to open the **Edit Neighbor** dialog box.

The following options are available in the **Add Neighbor** or **Edit Neighbor** dialog box:

- **Prefix**—Enter or modify the Neighbor Gatekeeper zone prefix. For information on zone prefixes, see the *ECS User Guide*.
- **Description**—Enter or modify the description of the Neighbor Gatekeeper.
- **IP Address**—Enter or modify the IP address of the Neighbor Gatekeeper.
- **Port**—Enter or modify the port number of the Neighbor Gatekeeper.
- **Use Cisco proxy**—Check to instruct the ECS to route all calls from this zone to the Neighbor Gatekeeper through the Cisco Proxy. For more information about the Cisco Proxy, see the *Cisco Proxy Support* section in the *ECS User Guide*.

Click **OK** to add the Neighbor to the ECS database.
Additional Endpoints Tab

**Figure 2-32** Add Neighbor Dialog Box

**Note** The Add, Edit and Delete buttons are disabled when you check the Use Central Database option in the Configure tab.

**ADDITIONAL ENDPOINTS TAB**

The **Endpoints** tab displays endpoint information for the zone and allows you to manage access, addressing, dialing and upgrading for a range of endpoint types.

**Figure 2-33** Network Tree—Endpoints Tab
The **Endpoints** tab displays the following buttons:

- Configure—see Controlling an Endpoint.
- Retrieve configuration file—see Retrieving Configuration Parameters on page 57.
- Update configuration—see Updating Selected Endpoints on page 58.
- Upgrade software—see Upgrading Software on page 59.

**Note** The **Retrieve configuration file**, **Update configuration** and **Upgrade software** buttons are available for Sony PCS-1, PCS-11, PCS-G70 and PCS-TL50 endpoints. For PCS-1600 only the **Update configuration** button is available.

The **Endpoints** tab displays for each endpoint the following information:

- IP address
- Name
- Number
- Status (online, offline, in call)
- Endpoint type (terminal, MCU, Gateway)
- Additional alias

**CONTROLLING AN ENDPOINT**

You manage an endpoint by selecting the endpoint and clicking **Configure** to open the **Endpoint Control** dialog box. Alternatively, double-click the relevant endpoint row in the list. The dialog box enables you to modify endpoint configuration and access parameters and to dial to other endpoints on the network.

If the endpoint type is not configured, the **Access** tab displays. You select from a range of endpoint types recognized by the Video Management System (VMS) Network Manager and provide security details as required in order to manage the endpoint.

The **Endpoint Control** dialog box includes the following tabs:

- **Configure**
- **Access**
- **Dial**
The **Configure** tab of the **Endpoint Control** dialog box allows you to modify the endpoint gatekeeper addressing, E.164 number and alias.

![Configure Tab](image)

**Figure 2-34  Endpoint Control: Configure**

Configure the **Configure** tab as follows:

- **Gatekeeper IP**—Select a gatekeeper IP address from the drop-down list of gatekeepers available on the network.
- **Type an E.164 number for the endpoint.**
- **Type an H.323 alias for the endpoint.**

Click **Upload** to add the new settings to the endpoint or **Refresh** to update the new settings.
The **Access** tab of the **Endpoint Control** dialog box allows you to view and configure the access settings that enable the Video Management System (VMS) Network Manager to manage the endpoint.

**Figure 2-35   Endpoint Control: Access**

Configure the **Access** tab as follows:

- **Endpoint Type**—Select an endpoint from the list of supported endpoints.
- **Use default access**—Check to use default access settings defined by the endpoint. When unchecked, you can modify the **Remote API port** and **Telnet prompt** for Tandberg endpoints only.
- **Remote API port**—The endpoint API port. Editable for Tandberg endpoints only.
- **Telnet prompt**—The Telnet prompt character string. Editable for Tandberg endpoints only.
- **User name**—The user name required for communicating with the endpoint.
- **Password**—The password required for communicating with the endpoint.

Click **Upload** to add the new settings to the endpoint or **Refresh** to update the new settings.
DIAL

The Dial tab of the Endpoint Control dialog box allows you to specify an address or endpoint to which the current endpoint dials.

Configure the Dial tab as follows:

- Dial to address—When selected, the endpoint makes a call to the specified address.
- Dial to network endpoint—Select from a list of endpoints on the network to which the endpoint dials a call.
- Log—Displays a log events for the current call.
- Connect—Connects the endpoint in a call at the specified address or with the selected endpoint.
- Dial Parameters—Displays the Dial Parameters dialog box in which you specify the call type and whether the call is restricted to other incoming callers.

Click Upload to add the new settings to the endpoint or Refresh to update the new settings.
The **Retrieve configuration file** button enables you to retrieve the configuration parameters from an endpoint and saves configuration information to a file accessed from the **Configuration Files** tab in the **Endpoint Management** tab of the **Settings** section. For more information, see **Configuration Files** on page 111.

To access a configuration file, click the **Retrieve Configuration file** button. The **Retrieve Configuration File** dialog box displays.

**Note** You can select multiple endpoints from the list by holding down the **Ctrl** key on your keyboard and left clicking the mouse.
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The **Retrieve Configuration File** dialog box displays a list of the configuration files that were previously retrieved. Type the following information in the **Retrieve Configuration File** dialog box:

- **File Name**—Type the name that you would like to give to the configuration file.
- **Description**—Type a description of the file.

Click **OK** to save the file in the Video Management System (VMS) Network Manager database. Click **Cancel** to cancel the operation.

**UPDATING SELECTED ENDPOINTS**

The **Update configuration** button enables you to update selected endpoints with a configuration file that has been previously retrieved and saved in the Network Manager database in the **Configuration Files** tab in the **Endpoint Management** tab of the **Settings** section. For more information, see **Configuration Files** on page 111.

To update an endpoint, click the **Update configuration** button. The **Update configuration** dialog box displays.

**Note** Only generic parameters are retrieved. Endpoint-specific parameters, such as the endpoint IP address, are not included.

![Figure 2-38 Update Configuration Dialog Box](image)
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The \textit{Update configuration} dialog box displays a list of the configuration files stored in the Video Management System (VMS) Network Manager database that are associated with the selected endpoint types.

- Select the file with which you want to update the selected endpoints.

Click \textbf{OK}. Update of the endpoints begins.

Click \textbf{Cancel} to cancel the operation.

The \textit{Upgrade software} button enables you to upgrade the software version of selected endpoints with a software file that has been previously saved in the Network Manager database in the \textbf{Software Upgrade Files} tab in the \textbf{Endpoint Management} tab of the \textbf{Settings} section. For more information, see \textbf{Software Upgrade Files} on page 109.

To update an endpoint, click the \textbf{Upgrade software} button. The \textbf{Upgrade software} dialog box displays.

\begin{figure}[h]
\centering
\includegraphics[width=0.5\textwidth]{upgrade-software.png}
\caption{Upgrade Software Dialog Box}
\end{figure}
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The Upgrade Software dialog box displays a list of the software upgrade files stored in the Video Management System (VMS) Network Manager database that are associated with the selected endpoint types.

- Select the file with which you want to update the selected endpoints.

**Note** You can select multiple endpoints from the list by holding down the `Ctrl` key on your keyboard and left clicking the mouse.

Click OK and the upgrade of the endpoints begins. The Upload Log dialog box displays the status of the upgrade. For more information on the Upload Log tab, see Upload Log on page 113.

UPGRADING SONY ENDPOINTS

This section applies to the following Sony endpoints only:

- PCS1
- PCS-11
- PCS-G70
- PCS-TL50

To upgrade SONY endpoints perform the following activities

1. Request from your Sony distributor the software upgrade file that can be used with the Video Management System (VMS) Network Manager.
2. Save the file that you received from the distributor in the Video Management System (VMS) Network Manager database. For more information, see Adding a Software Upgrade File on page 109.
3. Upgrade the endpoints software with the file that was received from the distributor. For more information, see Software Upgrade Files on page 109.

**Note** Only generic parameters are retrieved. Endpoint-specific parameters, such as the endpoint IP address, are not included.
Additional MCU Tabs

When an MCU is selected in the tree, additional tabs are displayed allowing you to view services and manage MP units, including the following:

- Protocols (version 3.x)
- Registered MPs (version 3.x or later)
- Multipoint Processors (version 2.x)
- Video Processors (version 2.x)
- Services

Note: The tabs displayed vary according to the MCU version.

Protocols (version 3.x)

The Protocols tab allows you to configure how the MCU works with H.323 and SIP call routing devices.

<table>
<thead>
<tr>
<th>Monitor</th>
<th>Alarms</th>
<th>Events</th>
<th>Conferences</th>
<th>Configure</th>
<th>Protocols</th>
<th>Registered MPs</th>
<th>Logs</th>
<th>Access</th>
</tr>
</thead>
</table>
| ✔️ VoIP H.323 Gatekeeper
| Gatekeeper IP: 172.27.1.1
| Port: 1719
| ✔️ VoIP SIP Server
| SIP Server IP: 172.27.13.100
| Port: 5060

*Figure 2-40 Network Tree—MCU: Protocols*
Additional MCU Tabs

The **Protocols** tab displays the following information:
- Use H.323 Gatekeeper
- Gatekeeper IP
- Port
- Use SIP Server
- SIP Server IP
- Port

**REGISTERED MPs (VERSION 3.X OR LATER)**

The **Registered MPs** tab allows you to view the list of MPs currently registered with the MCU.

<table>
<thead>
<tr>
<th>Monitor</th>
<th>Alarms</th>
<th>Events</th>
<th>Conferences</th>
<th>Troubleshoot</th>
<th>Protocols</th>
<th>Registered MPs</th>
<th>Logs</th>
<th>Access</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>v1.1 0xEMP</td>
</tr>
<tr>
<td>mp</td>
<td>172.27.14.4</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>v1.1 0xEMP</td>
</tr>
<tr>
<td>mp</td>
<td>172.27.14.2</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>v2.00 MP</td>
</tr>
<tr>
<td>np</td>
<td>172.27.14.1</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>v2.00 MP</td>
</tr>
<tr>
<td>np</td>
<td>172.27.14.3</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>v2.00 MP</td>
</tr>
</tbody>
</table>

**Figure 2-41  Network Tree—MCU: Registered MPs**

The **Registered MPs** tab displays the following information:
- **Type**—Displays the type of MP unit registered with the current MCU. MP unit types supported include:
  - MP—The local MP component of the current MCU or an MCU operating in **MP Only** mode. Performs basic media processing such as audio transcoding, video processing and video switching.
  - MVP—Unit performing advanced media processing such as video processing and video switching.
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- VPS—Unit performing media processing such as video bandwidth and picture size transcoding.
- DCS—Providing T.120 data collaboration services.
- Address—Address of the MP unit. This may be the same as the current MCU if the MP is the media processing component of the current unit.
- Description—Version number and type.

**MULTIPOINT PROCESSORS (VERSION 2.X)**

The MP List tab enables you to define the MPs being controlled by a version 2.x MCU in a clustered layout (local MPs or MCUs configured as MP only). Up to six MPs can be controlled by a single MCU in this type of layout.

The MP List tab displays the following information about each MP:
- Description of the MP
- IP address
- Current status (enabled or disabled)

<table>
<thead>
<tr>
<th>Description</th>
<th>IP Address</th>
<th>Status</th>
</tr>
</thead>
<tbody>
<tr>
<td>The Local MP</td>
<td>172.27.39.10</td>
<td>enabled</td>
</tr>
<tr>
<td>172.27.38.242</td>
<td>172.27.36.242</td>
<td>enabled</td>
</tr>
</tbody>
</table>
**Additional MCU Tabs**

**ADDING AN MP**

Click **Add** to display the **Add MP** dialog box, which enables you to define the IP address and optional description of MPs being controlled by the selected MCU. Select **Enable** to activate the MP. Click **OK**. The new MP is added to the displayed list.

![Add MP Dialog Box](image)

**Figure 2-43 Add MP Dialog Box**

**Note** You can modify and delete existing MPs using the **Edit** and **Delete** buttons.

**VIDEO PROCESSORS (VERSION 2.x)**

The **VPS List** tab displays information about any VPS elements used by the selected version 2.x MCUs.

![Network Tree—VPS List (MCU)](image)

**Figure 2-44 Network Tree—VPS List (MCU)**
The **VPS List** tab displays the following information:

- Description of the VPS
- IP address

**ADDING A VPS ELEMENT**

Click **Add** to define additional VPS elements. The **Add VPS** dialog box is displayed, enabling you to type the IP address and description of the new VPS element. Click **OK** to add the new VPS element to the table.

![Add VPS Dialog Box](image)

**Note**  You can modify and delete existing VPS elements using the **Edit** and **Delete** buttons.
The **Services** tab displays the list of services supported by the selected MCU. You can edit services by clicking on the link to the MCU element manager.

### Services Tab Displayed Information

- **Prefix** used to access the service
- **Description**
- **Participants**
- **Media**
- **Layout**
- **Bit Rate**
- **Data**
- **Video Format**
- **Picture Format**
- **Frame Rate**

<table>
<thead>
<tr>
<th>Prefix</th>
<th>Description</th>
<th>Participants</th>
<th>Media</th>
<th>Layout</th>
<th>Bit Rate</th>
<th>Data</th>
<th>Video Format</th>
<th>Picture Format</th>
<th>Frame Rate</th>
</tr>
</thead>
<tbody>
<tr>
<td>123</td>
<td></td>
<td></td>
<td>video</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>456</td>
<td></td>
<td></td>
<td>video</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**Figure 2-46  Network Tree—Services Tab (MCU)**

The **Services** tab displays the following information:

- Prefix used to access the service
- Service description
- Number of parties allowed in the conference
- Media (such as video)
- Layout setting
- Bit rate (maximum bit rate)
- T.120 setting (enabled or disabled)
- Video format
- Picture format
- Frame rate

**Note** To edit the information in the table, click the link above the table to access the element manager.
When a Gateway is selected in the tree, an additional tab is displayed, enabling you to view and add services.

**Services**

The **Services** tab displays the list of services supported by the selected Gateway.

<table>
<thead>
<tr>
<th>Prefix</th>
<th>Description</th>
<th>Call Type</th>
<th>Bit Rate</th>
</tr>
</thead>
<tbody>
<tr>
<td>9304</td>
<td>934</td>
<td>H.320</td>
<td>384</td>
</tr>
<tr>
<td>9128</td>
<td>128</td>
<td>H.320</td>
<td>128</td>
</tr>
<tr>
<td>8786</td>
<td>786</td>
<td>H.320</td>
<td>786</td>
</tr>
<tr>
<td>8556</td>
<td>556</td>
<td>H.320</td>
<td>556</td>
</tr>
<tr>
<td>9512</td>
<td>512</td>
<td>H.320</td>
<td>512</td>
</tr>
<tr>
<td>21072</td>
<td>1072</td>
<td>H.320</td>
<td>1072</td>
</tr>
<tr>
<td>91020</td>
<td>1020</td>
<td>H.320</td>
<td>1020</td>
</tr>
<tr>
<td>92000</td>
<td>auto</td>
<td>H.320</td>
<td>auto</td>
</tr>
<tr>
<td>91922</td>
<td>192</td>
<td>H.320</td>
<td>192</td>
</tr>
<tr>
<td>964</td>
<td>64</td>
<td>H.320</td>
<td>64</td>
</tr>
</tbody>
</table>

**Figure 2-47**  *Network Tree—Services Tab (GW)*

The **Services** tab displays the following information:

- Prefix used to access the service
- Service description
- Call type (**Voice** or **Video**)
- Bit rate
**Additional Cisco MCM Tabs**

**ADDING A SERVICE**

Click **Add** to display the **Add Service** dialog box, which enables you to configure new services. Type the prefix of the service and the service description, then select the call type (**Video** or **Voice**) and the bit rate. Click **OK**. The new service is added to the displayed list.

![Add Service Dialog Box (GW)](image)

**Figure 2-48**  Add Service Dialog Box (GW)

**Note** You can modify and delete existing services using the **Edit** and **Delete** buttons.

**ADDITONAL CISCO MCM TABS**

When a Cisco MCM is selected in the tree, additional tabs are displayed, enabling you to view and configure MCM–specific tabs, including the following:

- Local Zones
- Remote Zones
- Prefixes
- BW Rules
- Debug Flags
- Command
**LOCAL ZONES**

The **Local Zones** tab enables you to view and configure local MCM sub-zones used for bandwidth control purposes.

![Figure 2-49 Network Tree—MCM: Local Zones](image)

The **Local Zones** tab displays the following information:

- Zone Name
- Domain

**ADDING A LOCAL ZONE**

Click **Add** to display the **Add Local Zone** dialog box which enables you to define local zones for the MCM. Type a zone name and the zone domain. Click **OK** and the zone is added to the **Local Zones** list.
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Figure 2-50  Add Local Zone Dialog Box

**Note**  You can modify and delete existing local zones using the **Edit** and **Delete** buttons.

**REMOTE ZONES**

The **Remote Zones** tab enables you to view, configure and modify remote Cisco MCMs for resolving destination IP addresses when the source endpoint is not in the same zone as the destination endpoint.

![Network Tree—MCM: Remote Zones](image)

Figure 2-51  Network Tree—MCM: Remote Zones
The **Remote Zones** tab displays the following information:

- Zone Name
- Domain
- IP Address
- Port

**ADDING A REMOTE ZONE**

Click **Add** to display the **Add Remote Zone** dialog box which enables you to define remote zones for the MCM. Type a zone name, zone domain, IP address and port. Click **OK** and the zone is added to the **Remote Zones** list.

**Figure 2-52   Add Remote Zone Dialog Box**

**Note**  You can modify and delete existing remote zones using the **Edit** and **Delete** buttons.
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**PREFIXES**

The **Prefixes** tab enables you to assign prefixes to local and remote MCM zones, configure the method for sending LRQ messages to each destination for address resolution and assign gateway priorities.

![Network Tree—MCM: Prefixes](image)

The **Prefixes** tab displays the following information:

- Zone Name
- Prefix
- Search Mode—Blast or sequential
- Gateway Priority
- Gateway Aliases
ADDING A PREFIX

Click **Add** to display the **Add Prefix** dialog box which enables you to configure prefixes with which the MCM performs address resolution, specify prefix values, send LRQ messages simultaneously and configure gateway priorities per zone. Select a zone, enter a prefix number and select **Blast** for sending LRQ messages simultaneously. Click **OK** to add the zone to the **Prefixes** list.

![Add Subzone Dialog Box](image)

**Figure 2-54**  Add Prefixes Dialog Box

**Note** You can modify and delete existing prefixes using the **Edit** and **Delete** buttons.
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**BW RULES**

The **BW Rules** tab enables you to control the bandwidth of H.323 traffic both in the MCM zone and between the MCM and other zones. You can also specify bandwidth rules per session or specific zones. A default setting specifies a bandwidth rule for all zones with which the MCM operates.

![Network Tree—MCM: BW Rules](image)

**Figure 2-55** *Network Tree—MCM: BW Rules*

The **BW Rules** tab displays the following information:

- **Scope:**
  - Total—Indicates the total amount of bandwidth for H.323 traffic allowed in this zone.
  - Remote—Indicates the total amount of bandwidth for H.323 traffic from this zone to all other zones.
  - Interzone—Indicates the total amount of bandwidth for H.323 traffic from this zone to another zone.
  - Session—Indicates the maximum bandwidth allowed for a session in the zone.
- **Default**—Indicates the default value for all zones is configured in this rule.
- **Zone**
- **Bandwidth**
ADDING A BANDWIDTH RULE

Click Add to display the Add Bandwidth Rules dialog box which enables you to specify bandwidth limitations on H.323 traffic between both within the zone and between other zones either per session or per zone. Select the scope of the bandwidth rule, indicate whether the rule is the default for all zones, select a zone and maximum bandwidth rate. Click OK and the bandwidth rule is added to the BW Rules list.

![Add Bandwidth Rules Dialog Box](image)

**Figure 2-56** Add Bandwidth Rules Dialog Box

**Note** You can modify and delete existing bandwidth rules using the Edit and Delete buttons.
The **Debug Flags** tab enables you to view and configure MCM debugging commands.

### Figure 2-57  Network Tree—MCM: Debug Flags

The **Debug flags** tab displays the following information:

- Debug Command
- Description
- Status

#### Adding a Debug Flag

Click **Add** to display the **Add Debug Flag** dialog box which enables you to specify MCM debug flags. Type the debug flag name, a description and select to enable the flag. Click **OK** and the debug flag is added to the **Debug Flags** list and if selected, the debug flag is enabled.

**Warning**  Set debug flags with caution as too many may inhibit the performance of the MCM on the network.
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Note You can modify and delete existing debug commands using the Edit and Delete buttons.

COMMAND

The Command tab enables you to use the Video Management System (VMS) Network Manager web interface to view MCM gatekeeper monitoring information and perform configuration. A default set of commands are available and you may also enter additional commands in the Command text box. The tab window displays the results.
Additional Cisco MCM Tabs

Figure 2-59  Network Tree—MCM: Command

Using MCM Commands

You can retrieve information automatically from the MCM using a set of predefined commands from the drop-down list or manually by entering MCM commands in the text box and clicking Show. The results are displayed in the tab window.

You can perform MCM gatekeeper configuration by entering the command in the text box and clicking Configure. Clicking the Configure button performs all the Telnet commands necessary to access the appropriate MCM gatekeeper configuration level for performing the command you specified in the text box.
**ADDITIONAL DCS TAB**

When a DCS is selected in the tree, an additional tab is displayed, enabling you to view information about MCUs supported by the DCS for T.120 data collaboration and to add MCUs to the list.

**VIEWING MCUS**

The **MCU** tab displays the list of MCUs which use the DCS for conducting T.120 data collaboration sessions and allows you to configure the maximum number of ports which the MCU can use.

<table>
<thead>
<tr>
<th>MCU IP</th>
<th>MCU Description</th>
<th>Max. Ports</th>
<th>Used Ports</th>
<th>Registration Time</th>
<th>Conferences</th>
</tr>
</thead>
<tbody>
<tr>
<td>172.27.36.100</td>
<td>N.A.</td>
<td>300</td>
<td>0</td>
<td>Aug 21, 2003 14:51:3</td>
<td>0</td>
</tr>
</tbody>
</table>

*Figure 2-60  Network Tree—DCS: MCU tab*

The **MCU** tab displays the following information:

- **MCU Address**—IP address of MCU.
- **MCU Description**—Description of the MCU, free text.
- **Max. Ports**—Displays the number of ports available on the DCS for use by the MCU.
- **Used Ports**—Displays the number of ports currently in use by the DCS for communication with the MCU highlighted in the list.
- **Registration Time**—Time registration between the DCS and MCU occurred.
- **Conferences**—Displays the number of MCU conferences on which DCS ports are currently occupied for T.120 data sessions.
**Additional DCS Tab**

**ADDING AN MCU**

Click **Add** to display the **Add MCU** dialog box. Enter the MCU IP address and the maximum number of DCS ports available for use by the MCU.

**Note** It is recommended that you enter a value in this field for unconfigured version 2.xx MCUs.

Click **Upload** to update the DCS with the MCU settings.

![Add MCU Dialog Box](image)

**Figure 2-61** Network Tree—DCS: Add MCU Dialog Box

**Note** You can modify and delete existing MCUs using the **Edit** and **Delete** buttons.
This chapter provides a description of the Network Table view and includes the following:

- About the Network Table View

The Network Table view displays information about all the elements in the IP conferencing network in a single table and provides element editing, search and auto-detect capabilities.

![Network Table](image-url)
About the Network Table View

The Network Table view includes the following information about each element:

- Element status
- Element type
- Element name
- IP address
- Version number
- Location
- Gatekeeper calls
- Resource usage versus capacity

The information in the Network Tree can be sorted by clicking the column headers.

**Note** Click any of the links displayed in the Name column to display the relevant element manager for that element.

ELEMENT CONTROL

The Network Map view contains five buttons which allow you to perform the following:

- Add element
- Edit element
- Delete element
- Find element
- Auto-detect elements

For more information about these actions, see the Finding and Managing Elements chapter.

**Note** These buttons are also available in Network Tree View and the Network Map View.
This chapter provides a description of the Network Map View and includes the following:

- About the Network Map View

The Network Map view displays information about the IP conferencing network in the form of graphic maps created for each node in the Network hierarchy. For more information, see the About the Network Tree View section.

Figure 4-1  Network Map View
About the Network Map View

The top level of the **Network Map** view displays the network root and the zones into which the network is divided. Each square represents either the network root, a zone (or user-defined folder) or a single element. Each square includes the following information:
- Current status
- Number of calls
- Number of conferences
- Number of registered participants versus capacity
- Number of B-channels handled by gateways versus capacity
- Total bandwidth handled by gatekeepers versus capacity

In addition, inter-zone bandwidth information is displayed above the zones when relevant.

**Note** Call and conference statistics for OnLan Gateways and OnLan MCUs are not included in summary details for selected elements.

**ELEMENT CONTROL**

The Network Map view contains five buttons which allow you to perform the following:
- Add element
- Edit element
- Delete element
- Find element
- Auto-detect elements

For more information about these actions, see the Finding and Managing Elements chapter.

**Note** These buttons are also available in Network Tree View and the Network Table View.

**NAVIGATING THE NETWORK MAP**

The Network Map view enables you to drill down from the zone level (or folder) to the element level by double-clicking a square. Use the Up and Down icons to navigate between map levels. Use the drop-down list to select which view to display. You can add, edit and delete elements from the Network Map View using the buttons displayed above the map.
This chapter provides a description of the Alarms view of the Video Management System (VMS) Network Manager and includes the following:

- Alarms Tab
- Events Tab

**ALARMS TAB**

The Alarms tab enables you to view and sort the alarms generated by the elements in the network according to alarm status, alarm message, date and time or element.

<table>
<thead>
<tr>
<th>Severity</th>
<th>Date &amp; Time</th>
<th>Message</th>
<th>Element</th>
</tr>
</thead>
<tbody>
<tr>
<td>warning</td>
<td>Apr 17, 2002 2:27:00 PM</td>
<td>Element offline</td>
<td>172.0.27.155 (weBIP PC-010)</td>
</tr>
<tr>
<td>warning</td>
<td>Sep 9, 2002 3:40:00 PM</td>
<td>Element offline</td>
<td>172.0.27.220 (weBIP PC-020)</td>
</tr>
<tr>
<td>warning</td>
<td>Aug 10, 2003 9:00:00 PM</td>
<td>Element offline</td>
<td>AIRP (DCS - 172.0.1.20)</td>
</tr>
<tr>
<td>warning</td>
<td>Aug 11, 2003 9:07:00 PM</td>
<td>Element offline</td>
<td>172.20.10.2 (GRAP)</td>
</tr>
<tr>
<td>warning</td>
<td>Jun 10, 1999 0:27:00 PM</td>
<td>Element offline</td>
<td>172.0.25.35 (weBIP pv-PE6)</td>
</tr>
</tbody>
</table>

**Figure 5-1**  Alarms Tab
**Events Tab**

The **Alarms** view displays the following information:

- Alarm status. For example, **Warning** or **Major/Minor**.
- Text message describing the alarm.

**Note** You can access the relevant element manager by clicking the link in the **Element** column of each table row.

**EVENTS TAB**

The **Events** tab enables you to sort the events reported by the system according to event severity, event time, event message and element. In addition, you can filter the events according to time period and severity level.

![Figure 5-2 Events Tab](image)

**Figure 5-2 Events Tab**

The **Events** tab displays the following information:

- Event severity level (Minor, Cleared, Intermediate, Warning, Minor, Major, Critical).
- Date and time of the event.
- Text message describing the event.

**Note** You can access the relevant element manager by clicking the link in the **Element** column of each table row.
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FILTERING TRAPS

Select Filter traps from the View menu to display the Filter Traps dialog box, which enables you to define the time period and minimum severity levels of the events to display. Enter filter criteria and click OK. The events that correspond to your selection are displayed in the table.

![Filter Traps Dialog Box](image)

**Figure 5-3** Filter Traps Dialog Box

**Note** You can also display the Filter Traps dialog box by clicking the link above the table.
CONFERENCES AND CALLS VIEW

This chapter provides a description of the Conferences and Calls view of the Video Management System (VMS) Network Manager for managing calls and conferences and includes the following:

- Calls Tab
- Conferences Tab
**Calls Tab**

**CALLS TAB**

The *Calls* tab displays a table providing details of each call currently taking place on the selected element including source and destination aliases, source and destination gatekeepers of the calling parties, call start time and allocated bandwidth.

<table>
<thead>
<tr>
<th>Call ID</th>
<th>Source Alias</th>
<th>Destination Alias</th>
<th>Source Gatekeeper</th>
<th>Destination Gatekeeper</th>
<th>Start Time</th>
<th>Allocated BW (Mbps)</th>
</tr>
</thead>
<tbody>
<tr>
<td>10000440</td>
<td>991113946</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td></td>
<td>Sep 29, 2003 5:39 AM</td>
<td>750000</td>
</tr>
<tr>
<td>1000340</td>
<td>99102083201242</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td></td>
<td>Sep 29, 2003 5:39 AM</td>
<td>750000</td>
</tr>
<tr>
<td>1000340</td>
<td>99102083201243</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td></td>
<td>Sep 29, 2003 5:39 AM</td>
<td>750000</td>
</tr>
<tr>
<td>20000</td>
<td>11006</td>
<td>172.27.1.1 (CSS)</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td>Oct 3, 2003 11:27 AM</td>
<td>2500000</td>
</tr>
<tr>
<td>20000</td>
<td>11006</td>
<td>172.27.1.1 (CSS)</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td>Oct 3, 2003 11:27 AM</td>
<td>2500000</td>
</tr>
<tr>
<td>30000</td>
<td>11112</td>
<td>172.27.1.1 (CSS)</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td>Oct 3, 2003 11:27 AM</td>
<td>2500000</td>
</tr>
<tr>
<td>30000</td>
<td>11112</td>
<td>172.27.1.1 (CSS)</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td>Oct 3, 2003 11:27 AM</td>
<td>2500000</td>
</tr>
<tr>
<td>3056413</td>
<td>99102083201242</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td></td>
<td>Oct 3, 2003 11:27 AM</td>
<td>2500000</td>
</tr>
<tr>
<td>3056413</td>
<td>99102083201243</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td></td>
<td>Oct 3, 2003 11:27 AM</td>
<td>2500000</td>
</tr>
<tr>
<td>10000440</td>
<td>991113946</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td></td>
<td>Oct 3, 2003 11:27 AM</td>
<td>2500000</td>
</tr>
<tr>
<td>10000440</td>
<td>991113946</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td></td>
<td>Oct 3, 2003 11:27 AM</td>
<td>2500000</td>
</tr>
<tr>
<td>112203191</td>
<td>982</td>
<td>172.27.1.1 (CSS)</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td>Oct 3, 2003 11:27 AM</td>
<td>2500000</td>
</tr>
<tr>
<td>112203191</td>
<td>982</td>
<td>172.27.1.1 (CSS)</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td>Oct 3, 2003 11:27 AM</td>
<td>2500000</td>
</tr>
<tr>
<td>13000</td>
<td>12006</td>
<td>172.27.1.1 (CSS)</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td>Oct 3, 2003 11:27 AM</td>
<td>2500000</td>
</tr>
<tr>
<td>13000</td>
<td>12006</td>
<td>172.27.1.1 (CSS)</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td>Oct 3, 2003 11:27 AM</td>
<td>2500000</td>
</tr>
<tr>
<td>100311</td>
<td>111014</td>
<td>172.27.1.1 (CSS)</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td>Oct 4, 2003 11:45 AM</td>
<td>7500000</td>
</tr>
<tr>
<td>100311</td>
<td>111014</td>
<td>172.27.1.1 (CSS)</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td>Oct 4, 2003 11:45 AM</td>
<td>7500000</td>
</tr>
<tr>
<td>100311</td>
<td>111014</td>
<td>172.27.1.1 (CSS)</td>
<td>172.27.1.1 (CSS)</td>
<td></td>
<td>Oct 4, 2003 11:45 AM</td>
<td>7500000</td>
</tr>
</tbody>
</table>

*Figure 6-1  Conferences and Calls View—Calls Tab*

The *Calls* tab also allows you to disconnect ECS calls, either for each selected call or globally for all calls. You can display extended details per call by clicking on the table row and a call search option allows you to search by alias, IP address of the endpoint, service or conference ID.
The **Conferences** tab provides a table for viewing the current status of all conferences being hosted on the network, zone or selected MCU.

<table>
<thead>
<tr>
<th>MCU</th>
<th>Conference ID</th>
<th>Total Participants</th>
<th>Local Participants</th>
<th>Reserved Participant</th>
<th>Loss%</th>
<th>Zone</th>
</tr>
</thead>
<tbody>
<tr>
<td>172.27.37.1</td>
<td>67123</td>
<td>2</td>
<td>2</td>
<td>3</td>
<td>320 Mbps</td>
<td></td>
</tr>
<tr>
<td>172.27.37.13</td>
<td>67222</td>
<td>2</td>
<td>2</td>
<td>3</td>
<td>640 Mbps</td>
<td></td>
</tr>
<tr>
<td>172.27.40.40</td>
<td>67156</td>
<td>2</td>
<td>2</td>
<td>3</td>
<td>640 Mbps</td>
<td></td>
</tr>
<tr>
<td>172.27.40.44</td>
<td>776</td>
<td>2</td>
<td>2</td>
<td>3</td>
<td>640 Mbps</td>
<td></td>
</tr>
<tr>
<td>172.27.55.21</td>
<td>67123</td>
<td>2</td>
<td>2</td>
<td>3</td>
<td>640 Mbps</td>
<td></td>
</tr>
<tr>
<td>172.27.44.1</td>
<td>67133</td>
<td>2</td>
<td>2</td>
<td>3</td>
<td>320 Mbps</td>
<td></td>
</tr>
<tr>
<td>172.27.36.242</td>
<td>34</td>
<td>2</td>
<td>2</td>
<td>3</td>
<td>64 Mbps</td>
<td></td>
</tr>
<tr>
<td>172.27.36.246</td>
<td>66</td>
<td>2</td>
<td>2</td>
<td>3</td>
<td>128 Mbps</td>
<td></td>
</tr>
</tbody>
</table>

**Figure 6-2**  **Conferences Tab**

The **Conferences** tab includes the following information:

- **MCU**—IP address of the MCU on which the conference is being hosted. Click on the link to view the element manager of the MCU (Administrator).
- **Conference ID**—Conference ID number. Click on the link to view the conference manager of the MCU (Conference Control).
- **Layout**—Video layout configuration of the conference.
- **Camera**—Indicates whether video is enabled for the conference.
- **Speaker**—Indicates whether audio is enabled for the conference.
- **Data**—Indicates whether data support is enabled for the conference.
- **Total Participants**—Number of current participants.
- **Local Participants**—Number of local participants on this MCU.
Conferences Tab

- Reserved Participants—Number of reserved participants.
- Video Bit Rate—Maximum bit rate for the conference.
- Zone—Zone in which the conference is taking place.

**FINDING A CONFERENCE**

Click the **Find** icon above the table to display the **Find Conference** dialog box, which enables you to locate a particular conference in the table. Enter the conference ID or the zone prefix and click **Find**. The row in the table matching your search criteria is highlighted.

![Find Conference Dialog Box](image)

*Figure 6-3  Find Conference Dialog Box*

**Note** You can use the [*] wildcard when searching for conferences.

**ACCESSING THE MCU**

You can access the element manager of the MCU (Administrator) by clicking the **MCU** link in the left-hand column of each table row.

You can access the MCU Conference Control interface using the link in the **Conference ID** column. This enables you to manage and take control of the conference. For more information about using the RADVISION MCU, see the **RADVISION MCU User Guide**.
This chapter covers the basic principles for using the Settings view, and includes the following:

- Settings Interface
- Users Tab
- Alert Recipients Tab
- Traps Tab
- Alarms Tab
- Network Subsets Tab
- Logs Tab
- Element Logs Tab
- Element Access Tab
- Endpoint Management Tab
- Auto-detect Tab
- Cisco MCM Tab
Settings Interface

The Settings interface includes the following tabs:

- **Users**
  Enables you to add new Video Management System (VMS) Network Manager users, as well as modify and remove existing users.

- **Alert Recipients**
  Enables you to add new alert recipients, as well as modify and remove existing alert recipients.

- **Traps**
  Enables you to automatically update the elements to either enable or disable sending traps.

- **Alarms**
  Enables you to view and sort alarms generated by network elements. Allows you to customize alarm severity levels displayed per user profile, enable and disable alarms and create events for alarms to display in the Events table.

- **Network Subsets**
  Enables you to define subsets of the network according to zones and element types used to outline Local user profile network access capabilities.

- **Logs**
  Enables you to define the Video Management System (VMS) Network Manager log files and view the logs directory.

- **Element Logs**
  Enables you to define the element log files.

- **Element Access**
  Enables you to define the default access information for each element type.

- **Endpoint Management**
  Enables you to configure the default communication port and access settings for common endpoint types recognized by the Video Management System (VMS) Network Manager.

- **Auto-detect**
  Enables you to define when auto-detect should be performed to search the network for elements and add them to the Video Management System (VMS) Network Manager database.
### Cisco MCM

Enables you to configure the Video Management System (VMS) Network Manager to open a communication port with the Cisco MCM using the GKTMP TCP-based management protocol.

### USERS TAB

The **Users** tab enables you to create, modify or remove Video Management System (VMS) Network Manager user profiles, as well as define the access level for Video Management System (VMS) Network Manager user.

#### ABOUT USER ACCESS

The Video Management System (VMS) Network Manager supports three types of network users:

- **Administrator**
  
  Full read/write access to all managed elements and zones on the network.

- **Read only**
  
  Read Only access to all elements and zones on the network.

- **Local user**
  
  Restricted access to managed elements and zones on the network. This user profile is defined with specific read/write and read only access according to zones, elements and criteria for network subsets configured in the **Network Subsets tab**.
Users Tab

**ADDING USERS**

Click **New** to display the **Add User** dialog box, which enables you to add new users and define user access rights. Add a new Video Management System (VMS) Network Manager user by typing a user name and password in the relevant fields and select the appropriate user access level.

**Local users** can also be configured with read/write access and read only access permissions according to zones and criteria for network subsets defined in the **Network Subsets tab**. You can also indicate whether a local user may freely add new elements to the Video Management System (VMS) Network Manager database throughout all network zones and subsets.

![Add User Dialog Box](image)

**Figure 7-2**  
Add User Dialog Box

**MODIFYING USERS**

Select a user from the displayed list and click **Edit** to display the **Edit User** dialog box. Modify the fields, as required. For more information, see the **Adding Users** section.

**Note**  
You can remove a user from the database by selecting the user from the list and then clicking **Delete**.
The **Alert Recipients** tab enables you to create, modify or remove alert recipients. This includes defining the name and e-mail address of the recipient, the severity level of the alerts that will be sent to alert recipients and the user access profile of the recipients.

### Figure 7-3 Alert Recipients Tab

You should note the following:

- Local users only receive notifications about the alerts on the network subsets for which the local user has been defined as a recipient.
- The alarm level for which you configure an alert recipient to receive notifications is based on the alarm level definitions defined by that user.

**Note** The **Restriction** column indicates the user profile of the alert recipient according to user access profile settings configured in the **Users** tab.
Alert Recipients Tab

**MAIL SERVER SETTINGS**

You can modify the mail server through which alert messages are sent by e-mail using the iVIEW Manager Server Configuration utility. For more information, see Appendix A.

---

**Note**  To send email alerts outside of your mail domain to an external address, your mail server should be configured to allow mail relay. An alternative method is to forward the email from a local address to the desired external address.

---

**ADDING ALERT RECIPIENTS**

Click **Add** to display the **Add Alert Recipient** dialog box, which enables you to add new alert recipients. Type the name and e-mail of the alert recipient. Select a user profile (Administrator, Read only, Local user) and select the minimum severity level of the alerts that will be sent (Warning, Minor, Major, Critical). Click **Notify on alarms clearing** to enable you to receive an error report via the e-mail, when the alarms have been cleared.

Select whether to include a custom subject line in the e-mail and enter a string for the custom subject line. You may also indicate whether to include in the custom subject line details of the elements reported in the alerts. Select **Enable alert** to activate the recipient.

---

**Note**

1. In the **Edit Alert Recipients** dialog box, when you configure the **Minimum Severity** tab to **Critical** (for example), you will receive an e-mail notification for alarms that were configured only as **critical** by the user, that is selected in the **User Profile Field**.

2. When you select a **Local User** (controls only the subset of the network) in the **User Profile** field, this alert recipient (i.e. the defined e-mail address) will receive notifications only for alarms that belong to elements that are part of this network subset. If you select an **Administrator** or **Read only** user, then you will receive notification on all the alarms.
MODIFYING ALERT RECIPIENTS

Select an alert recipient from the displayed list and click **Edit** to display the **Edit Alert Recipient** dialog box. Modify the fields, as required. For more information, see the Adding Alert Recipients on page 98.

**Note** You can remove an alert recipient from the database by selecting the recipient and then clicking **Delete**.
The **Traps** tab enables you to define whether or not the Video Management System (VMS) Network Manager server receives SNMP traps such as alarms and events and allows you to forward the traps to addresses specified in the trap forwarding rules. Select the **Receive traps from elements** checkbox to configure the managed elements to send SNMP traps to the Video Management System (VMS) Network Manager.

![Figure 7-5 Traps Tab](image)

The **Traps** tab displays the following information:
- Description
- IP Address
- Port
- Status
**ADDING A TRAP FORWARDING RULE**

Click **Add** to display the **Add Forwarding Recipient** dialog box, which enables you to define forwarding rules in which you specify an IP address and port number to which traps received from elements are forwarded. Click **OK** to add the new rule to the Video Management System (VMS) Network Manager database.

![Add Forwarding Recipient Dialog Box](image)

**Figure 7-6**  Add Forwarding Recipient Dialog Box

**Note**  You can modify and delete existing trap forwarding rules using the **Edit** and **Delete** buttons.
**ALARMS TAB**

The **Alarms** tab enables you to view and sort alarms generated by the elements in the network according to alarm status, alarm message, date and time or element. You can change the severity level displayed for each alarm according to the level defined by the current user, enable and disable alarms and create events for alarms to display in the **Events** tab.

**Figure 7-7  Alarms Tab**

The **Alarms** tab displays the following information:

- Alarm
- Severity
- Status
- Create Event

**MODIFYING AN ALARM**

Select an alarm and click **Edit** to display the **Edit Alarm Properties** dialog box which allows you to modify the alarm severity level assignment for each alarm, enable or disable the alarm and create an event which is displayed in the **Events** tab.
The **Network Subsets** tab enables you to define subsets of the network according to zones and element types using include and exclude criteria for use with **Local user** access level profiles.

**Figure 7-8**  
Network Subsets Tab

**ADDING A NETWORK SUBSET**

Click **Add** to display the **Add Network Subset** dialog box for creating network subsets which you use to define areas of the network based on existing network zones and element types for use in **Local user** profiles. The **Add Network Subset** dialog box displays lists of include and exclude criteria for the network subset which contain details about the zone, child zone and element types specified in the criteria configuration. For more information about specifying criteria, see **Adding a Criteria** on page 104.

**Note**  
A subset contains all elements which match at least one **Include** criterion but do not match any **Exclude** criterion.

For more information about user profiles, see **About User Access** on page 95.

**Note**  
You can modify and delete existing network subsets using the **Edit and Delete** buttons.
Network Subsets Tab

**Figure 7-9  Add Network Subsets Dialog Box**

**ADDING A CRITERIA**

Click **Add** in the **Include criteria** or **Exclude criteria** areas of the **Add Network Subset** dialog box to display the **Add Criterion** dialog box for creating include or exclude criteria for network management access using the current network subset.

The **Add Criterion** dialog box displays drop-down lists for selecting a network zone and element type and a checkbox to indicate whether child zones of the specified zone are contained in the criterion. Click **OK** to add the criterion to the relevant list in the **Add Network Subset** dialog box.
The **Logs** tab enables you to keep a log of operations performed in the Video Management System (VMS) Network Manager. You can define the log file name, the maximum file size, the number of backup files to maintain and the level of detail to be included. In addition, you can click the link to view the log directory.
**Element Logs Tab**

The **Element Logs** tab enables the Video Management System (VMS) Network Manager to locally save log files for those elements, such as MCU elements and Gateways, that do not maintain a log of their own. You can define the maximum size of each log file, as well as the number of backup files to maintain.

**Figure 7-12  Element Logs Tab**

**Element Access Tab**

The **Element Access** tab enables you to define the default access definitions for each element type in the network. Default element access definitions are used by Video Management System (VMS) Network Manager to access elements which use standard settings in order to perform element monitoring and configuration.

**Note** You can override the default element access settings in the **Access** tab for each element. For more information, see **Access Tab** on page 26.
You can define access rights by selecting the element type from the **Element type** drop-down list, and then define access information, including read and write communities, user name and the password (Telnet user name, password and password enable for Cisco MCM), HTTP communication port and Telnet password. Click **Upload** to save the information to the Video Management System (VMS) Network Manager database.

Certain elements using parameters other than the default settings for the element type may be edited by selecting the element in the Network Tree view and modifying the element **Access** tab accordingly. For more information, see the **Network Tree View** chapter.

**Note** You can view SNMP Community names by selecting the **View SNMP Community names** option in the **View** menu, when the option is already enabled using the **Configuration Utility**.
The **Access** sub-tab of the **Endpoint Management** tab enables you to configure the default communication port and access settings for common endpoint types recognized by the Video Management System (VMS) Network Manager.

![Endpoint Management Tab: Access](image)

**Figure 7-14**  Endpoint Management Tab: Access

**Note**  The default values configured in the **Access** tab may be overridden when configuring a single endpoint using the **Endpoints** tab in the **Network Tree** view. For more information, see Additional Endpoints Tab on page 52.

When you select a Sony endpoint that supports a software upgrade (PCS-1, PCS-11, PCS-G70, PCS TL-50) or an update configuration (all of these + PCS-1600) from the **Endpoint type** drop-down list, the following additional sub-tabs are available:

- Software Upgrade Files
- Configuration Files
- Upload Log
SOFTWARE UPGRADE FILES

The **Software Upgrade Files** tab enables management of software upgrade files received from a third party distributor.

![Add Software Upgrade File Dialog Box](image)

**Figure 7-15**   Endpoint Management Tab: Software Upgrade Files

**Figure 7-16**   Add Software Upgrade File Dialog Box

**ADDING A SOFTWARE UPGRADE FILE**

In the **Software Upgrade Files** tab, click **Add** to add a software upgrade file received from a third party distributor to the Video Management System (VMS) Network Manager database. The **Add Software Upgrade File** dialog box displays.
The **Add Software Upgrade File** dialog box includes the following options:

- **Unit Type**—Displays the endpoint type.
- **Software Upgrade File**—Type the full path of the software upgrade file to be added to the Video Management System (VMS) Network Manager database, or use the **Browse** button to navigate to the file location.
- **Save As**—Type the name of the file to be saved in the Video Management System (VMS) Network Manager database.
- **Description**—Type a description of the file.

Click **OK** to save the file in the Video Management System (VMS) Network Manager database.

Click **Cancel** to cancel the operation.

**Modifying a Software Upgrade File**

Select the required software upgrade files from the **Software Upgrade Files** tab, and click **Edit** to modify the name and description of the selected files. The **Edit Software Upgrade File Details** dialog box displays.

![Edit Software Upgrade File Details Dialog Box](image)

**Figure 7-17**  
**Edit Software Upgrade File Details Dialog Box**

The **Edit Software File Details** dialog box includes the following options:

- **Unit Type**—Displays the name of the endpoint type.
- **File name**—Type the file name.
- **Description**—Type a description of the file.
- **Uploaded by**—Displays the name of the user who added the file to the Video Management System (VMS) Network Manager database.
Uploaded on—Displays the time and date at which the file was added to the Video Management System (VMS) Network Manager database.

Click OK to save the changes in the Video Management System (VMS) Network Manager database.

Click Cancel to cancel the operation.

DELETING A SOFTWARE UPGRADE FILE

Select the required software upgrade files from the Software Upgrade Files tab, and click Delete to remove the selected files from the Video Management System (VMS) Network Manager database.

CONFIGURATION FILES

The Configuration Files tab displays the configuration files previously retrieved from endpoints and saved in the Video Management System (VMS) Network Manager database. For more information on the retrieving configuration information, see Retrieving Configuration Parameters on page 57.

![Figure 7-18 Endpoint Management Tab: Configuration Files](image)

MODIFYING A CONFIGURATION FILE

Select the required endpoint configuration files from the Configuration Files tab, and click Edit to modify the name and description of the selected files. The Edit Configuration File Details dialog box displays.
Endpoint Management Tab

Figure 7-19  Edit Configuration File Details Dialog Box

The Edit Configuration Dialog File dialog box includes the following options:

- Unit Type—Displays the endpoint type.
- File name—Type the file name.
- Description—Type a description of the file.
- Retrieved by—Displays the name of the user who retrieved the file from the Video Management System (VMS) Network Manager database.
- Retrieved from—Displays the IP address of the endpoint from which the configuration parameters were retrieved.
- Retrieved on—Displays the time and date at which the file was retrieved.
The **Upload Log** tab displays a history of endpoint update attempts.

![Endpoint Management Tab: Upload Log](image)

**Figure 7-20**  
**Endpoint Management Tab: Upload Log**

The **Upload Log** tab displays the following information:

- **Upload Type**—The type of upload operation—**configuration** or **software upgrade**.
- **File**—The name of the configuration or software upgrade file.
- **Target IP**—The target endpoint IP address.
- **Time Submitted**—The time and date at which the initial upload attempt began.
- **Status**—The status of the upload operation—pending (before the first attempt), in progress, completed or failed.
- **Next Retry**—The time of the next attempt (in case the previous attempt failed).
- **Retries**—$x/y$ where $x$ is the number of failing update/upgrade attempts already performed and $y$ is the total number of attempts that will be performed in case of failures.

Click **Delete** to delete the selected log records.

Click **Retry** to attempt to run the update.
**Auto-detect Tab**

**AUTO-DETECT TAB**

The Auto-detect tab enables you to define policies for running the auto-detect mechanism to discover new elements.

![Auto-detect Tab Image]

**Figure 7-21  Auto-detect Tab**

The Auto-detect tab includes a checkbox which you can select to run auto-detect automatically whenever the server is restarted. In addition, you can run auto-detect at regular intervals by selecting the Run autodetect every (hrs) checkbox and then selecting the time interval from the drop-down list.

The Auto-detect tab includes a checkbox for selecting whether the Auto-detect routine uses the default element access information defined in the Element Access tab. You can also define additional access settings for element types with access settings which are different from the default settings. You can enable or disable each of the additional element access settings. This provides additional control for determining on which types of elements the auto-detect routine performs a search.

**Warning** Elements manually deleted from the Video Management System (VMS) Network Manager database are not detected when running subsequent auto-detect routines. Deleted elements must be manually added to the Video Management System (VMS) Network Manager database.
Click **Add** to display the **Add Auto-detect Access Information** dialog box, which enables you to add element type access information. Select the unit type in the drop-down list, enter a description and SNMP read community, SNMP write community, user name and password details. The SNMP read community is the only mandatory field to be filled. Select **Enable** to activate the access information setting.

![Figure 7-22 Add Auto-detect Access Information Dialog Box](image)

**Warning** The access field definitions for SNMP communities and Telnet must correspond with the settings configured in the selected element in order to retrieve the information from the element. If these fields are not configured correctly, the required information cannot be displayed.

**Note** You can view SNMP Community names by selecting the **View SNMP Community names** option in the **View** menu, when the option is already enabled using the **Configuration Utility**.
Modifying Auto-detect Access Information

Select an Auto-detect access information setting from the displayed list and click Edit to display the Edit Auto-detect Access Information dialog box. Modify the fields, as required. For more information, see the Adding Auto-detect Access Information section.

Note You can remove an Auto-detect access information setting from the database by selecting the access type and then clicking Delete.

Cisco MCM Tab

The Cisco MCM tab enables you to configure the Video Management System (VMS) Network Manager to get calls and registration information from the Cisco MCM and allows you to modify the communication port number.

Figure 7-23 Cisco MCM Tab

Note If the GKTMP port is not opened either by the Video Management System (VMS) Network Manager or the Cisco MCM, information is updated less frequently.

You configure the Cisco MCM by selecting Automatically open port for MCM GKTMP to enable communication with the Video Management System (VMS) Network Manager via the MCM GKTMP TCP-based management.
protocol. The default port is 20000 and automatically displays in the GKTMP port box which may also be set with an alternative value according to the settings on your MCM.
FINDING AND MANAGING ELEMENTS

WHAT’S IN THIS CHAPTER

This chapter covers the basic principles for finding and managing elements in the Video Management System (VMS) Network Manager, and includes the following:

- Performing Auto-detect
- Adding Elements Manually
- Creating Custom Views
Performing Auto-detect

**PERFORMING AUTO-DETECT**

Auto-detect enables you to search the network for elements and add them to the Video Management System (VMS) Network Manager database. Auto-detect is performed by broadcasting requests to all SNMP communities defined in the Video Management System (VMS) Network Manager to RADVISION elements. Once these elements respond to the requests, the Video Management System (VMS) Network Manager can query the elements directly for full configuration and status details.

The auto-detect method of discovery may not find all the elements located behind equipment such as routers. Therefore, the Video Management System (VMS) Network Manager interface enables you to complete the database by adding elements manually.

**Note**  Elements manually deleted from the Video Management System (VMS) Network Manager database are not detected in subsequent auto-detect procedures. These elements must be manually added to the Video Management System (VMS) Network Manager database. For more information, see Adding Elements Manually.

**Warning**  In order for auto-detect to work, the access field definitions for SNMP communities and Telnet must correspond with the settings configured in the selected element.
In the **Auto-detect** tab of the **Settings** view, you can configure the Video Management System (VMS) Network Manager to run auto-detect automatically whenever the server is restarted, or to run at set intervals. You can also initiate auto-detect manually at any time. For more information, see the **Settings View** chapter.

**To perform auto-detect**

- Click the **Auto-detect elements** icon 🔄 in any network view,
  OR
  Select **Auto-detect elements** from the **Tools** menu. 
  The Video Management System (VMS) Network Manager interface is updated accordingly.

**Note**  The auto-detect procedure may take some time, depending on the size of the network.
Adding Elements Manually

**ADDING ELEMENTS MANUALLY**

The network views (Network Tree, Network Table, Network Map) enable you to add elements manually to the Video Management System (VMS) Network Manager database. When adding elements, you can define whether or not the Video Management System (VMS) Network Manager should manage the new element after it is defined. You can also set the new element to allow offline configuration. The Video Management System (VMS) Network Manager retains the configuration settings and updates the element when the element is online.

![Add Element Dialog Box](image)

**Figure 8-1  Add Element Dialog Box**

To add elements manually:

1. Select the location in the Network Tree or Network Map view where the new element should be added.
2. Select New | New element from the Edit menu, or
   Click the Add element icon.
   The Add Element dialog box is displayed.
3. Type the element name and IP address in the fields provided.
4. Select the element type from the Element type drop-down list.
5. Select Managed element to enable the Video Management System (VMS) Network Manager manage the element.
Adding Elements Manually

6. Select **Allow offline configuration** to allow offline configuration of the element.

7. Click **OK**.

**Finding Elements**

The Video Management System (VMS) Network Manager interface enables you to search for specific elements in the database according to the IP address or element type.

**Figure 8-2** Find Element Dialog Box

To find elements

1. Select **Find** | **Find element** from the **Edit** menu, –or–
   Click the **Find element** icon from the Network Tree, Network Table or Network Map view.
   The **Find Element** dialog box is displayed.

2. Define the search criteria for the element, as follows:
   - Type the IP address of the element in the **IP address** field to search for the element according to the IP address.
   - Select the element type from the **Element type** drop-down list to search for the element according to type.
Adding Elements Manually

3. Click **Find**.
   The required element is highlighted in the Network Tree, Network Table or Network Map view.

**Note** You can cancel pending offline configuration settings by right-clicking an offline element in the **Network Tree View** and selecting **Clear Offline Updates**. The element configurations settings which existed before the offline modifications, are restored.

**MODIFYING ELEMENTS**

The Video Management System (VMS) Network Manager interface enables you to edit existing elements. You can change the name and IP address of an existing element, change the setting in the **Managed element** checkbox and set the element as configurable offline.

![Edit Element Dialog Box](Image)

**Figure 8-3** **Edit Element Dialog Box**
To edit elements

1. Select the element to edit in one of the network views.
2. Select Edit | Modify | Modify element,
   –or–
   Click the Edit element icon ,
   –or–
   Right click the element and then select Edit element.
   The Edit Element dialog box is displayed.
3. Modify the relevant fields. For more information, see Adding Elements Manually on page 122.

Note The element type cannot be modified.

4. Click OK.

DELETING ELEMENTS

The Video Management System (VMS) Network Manager enables you to delete existing elements from the database.

Warning Deleted elements are not added to the Video Management System (VMS) Network Manager database in any subsequent auto-detect operations. You can only add a deleted element manually either using the New element option in the Edit menu, selecting the Add element icon in the Network Views or by connecting to a deleted element that is inferred.

To delete elements

1. Select the element to delete from one of the network views.
2. Select Delete | Delete element from the Edit menu,
   –or–
   Click the Delete element icon ,
   –or–
   Right click the element and then select Delete element.
   A confirmation window is displayed.
3. Click Yes. The selected element is removed from the database and the network views are updated accordingly.

**Note** A menu containing options for adding, editing and deleting elements and disabling pending offline configuration is available by right-clicking on the element in the Network Tree View.

---

**CREATING CUSTOM VIEWS**

From the Network Tree view, you can add custom views to create your own tree structures according to criteria you define, such as the physical location or other customer-specific criteria. You can add folders and elements to the custom views and organize them as needed.

**To create custom views**

1. Right click a tab in the Network Tree view (above the tree) and select **Add tree view**,  
   –or–  
   Select **New | New tree view** from the **Edit** menu.  
   The **Add Tree View** dialog box is displayed.

![Add Tree View Dialog Box](image)

2. Type the name of the new tree view in the **Name** field.
3. Click **OK** to create the new tree view.  
   The new tree view is added to the Network Tree view. By default, the new tree view includes a **Network** root directory and an **Unassigned** folder. The **Unassigned** folder contains all the elements in the network organized by type.
4. Create folders for organizing the elements in the tree view by right clicking the location in the tree where each folder should be located, and selecting **Add folder**.
5. Drag and drop elements from the **Unassigned** folder to the folders that you created.

**Note**  You can rename or remove tree views either by from the **Edit** menu or by right-clicking the tree view. You can rename or remove folders by right clicking the folder and selecting the relevant option.
This appendix provides a description of the Video Management System (VMS) Network Manager Server Configuration utility and includes the following:

- VMS Manager Server Configuration Utility
- Utility Tabs

The Video Management System (VMS) Network Manager Server Configuration utility can be used after the Video Management System (VMS) Network Manager is installed to configure a mail server for issuing e-mail alerts, configure a web server port, enable security settings and run a check and repair procedure on the Video Management System (VMS) Network Manager database.

The Video Management System (VMS) Network Manager Server Configuration utility standalone application is installed on the host PC during the Video Management System (VMS) Network Manager setup. Select the Video Management System (VMS) Network Manager Server Configuration utility in the Start menu of the Video Management System (VMS) Network Manager directory.
Utility Tabs

**Utility Tabs**

Restart the Video Management System (VMS) Network Manager server after performing any modifications to enable the new settings to take effect.

**About the Mail Server Tab**

The Mail Server tab enables you to configure a mail server to use for issuing e-mail alerts. You can perform a test to ensure the mail server is valid.

![Figure A-1 Mail Server Tab](image1)

**About the Tomcat Server Tab**

The Web Server tab enables you to configure the web server port number on which the Video Management System (VMS) Network Manager runs.

![Figure A-2 Tomcat Server Tab](image2)
ABOUT THE SECURITY TAB

The Security tab enables you to specify whether clients can view SNMP community names for elements in locations of the interface where community details are configured and displayed.

Figure A-3  Security Tab

The following locations display SNMP Community details.

- The Access tab of selected elements in the About the Network Tree View.
- The Element Access tab in Settings View.

To view SNMP community names

1. Run the Video Management System (VMS) Network Manager Server Configuration utility and select Allow clients to view SNMP Community Names checkbox in the Security tab.
2. In the Video Management System (VMS) Network Manager interface, select View SNMP Community names in the View Menu of the Video Management System (VMS) Network Manager interface.

SNMP Community names display in the tabs containing SNMP Community details.
Utility Tabs

**ABOUT THE TIME ZONE TAB**

The **Time Zone** tab allows you to configure the time zone. The value that you configure influences the time that will be displayed in the VMS Log files. By default the value is set to the VMS server time zone.

![Time Zone Tab](image)

**Figure A-4  Time Zone Tab**

**ABOUT THE DATABASE TAB**

The **Database** tab allows you to perform check and repair procedures on Video Management System (VMS) Network Manager database tables.

![Database Tab](image)

**Figure A-5  Database Tab**
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VMS database tables have two components: data and indexes. The **CHECK** procedure performs the following:

- Checks for consistency of all indexes.
- Scans data rows to verify deleted links.
- Calculates and verifies key checks for all the data rows.
- The **Extended** procedure performs a complete index check.

If an error is found in a table, you are prompted to confirm repairs to the table. You can confirm each error individually or all errors at the same time.

The repair procedure deletes corrupted data rows and rebuilds all indexes. The extended check procedure rebuilds all indexes row by row which improves scanning speed and compression ratios.
Appendix B

ECS Bandwidth Policies

What’s in This Chapter
This appendix provides a sample topology with subzones and describes bandwidth configuration for working with ECS version 3.5 elements using Video Management System (VMS) Network Manager and includes the following:
- Sample Topology with Subzones
- Subzone Rules
- Applying Rules
- Calculating Used Bandwidth
- Dedicated Rules
- Default Rules

Sample Topology with Subzones
Figure B-1 shows four Gatekeeper Zones (A, B, C and D), two subzones (Aa and Ab) and seven endpoints (Aa1, Ab1, A1, B1, C1, D1 and X). Table B-1 on page 137 defines the rules configured for this topology.
- Subzones Aa and Ab are in Zone A.
- Endpoint Aa1 is in Subzone Aa.
- Endpoint Ab1 is in Subzone Ab.
- Endpoint A1 is in Zone A, but not in any subzone.
- Endpoints B1, C1 and D1 are in Zones B, C and D respectively.
- Endpoint X is not a member of any of the defined Gatekeeper Zones.

The arrows numbered 1 to 6 in the sample topology represent rules. For more information, see Subzone Rules on page 137.
Sample Topology with Subzones

Figure B-1 Sample Subzone Topology
Subzone Rules

This section describes the rules shown in Figure B-1 on page 136.

Sample Rules

Table B-1 shows the available bandwidth according to the rules configured for an ECS in Zone A of the sample topology in Figure B-1 on page 136.

<table>
<thead>
<tr>
<th>Rule number</th>
<th>For calls between ...</th>
<th>and between ...</th>
<th>Available bandwidth (Mbps)</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Subzone Aa</td>
<td>Subzone Ab</td>
<td>5</td>
</tr>
<tr>
<td>2</td>
<td>Subzone Aa</td>
<td>Anywhere</td>
<td>10</td>
</tr>
<tr>
<td>3</td>
<td>Zone A</td>
<td>Zone B</td>
<td>20</td>
</tr>
<tr>
<td>4</td>
<td>Zone A</td>
<td>Zones C and D</td>
<td>20 (dedicated—see Dedicated Rules on page 139)</td>
</tr>
<tr>
<td>5</td>
<td>Zone A</td>
<td>Anywhere</td>
<td>25 (default—see Default Rules on page 140)</td>
</tr>
<tr>
<td>6</td>
<td>Any subzone</td>
<td>Anywhere</td>
<td>1 (default—see Default Rules on page 140)</td>
</tr>
</tbody>
</table>

Note  Rule 6 is used for calls between endpoints in different subzones which are not governed by any other defined rule. For example, calls between endpoints A1 and Aa1 in Figure B-1 on page 136.
Table B-2 shows which rules are activated by differing call scenarios.

<table>
<thead>
<tr>
<th>Source endpoint</th>
<th>Destination endpoint</th>
<th>Rules used</th>
</tr>
</thead>
<tbody>
<tr>
<td>Aa1</td>
<td>Ab1</td>
<td>Rules 1 and 2</td>
</tr>
<tr>
<td>Aa1</td>
<td>A1</td>
<td>Rule 2</td>
</tr>
<tr>
<td>Aa1</td>
<td>B1</td>
<td>Rules 2 and 3</td>
</tr>
<tr>
<td>Aa1</td>
<td>C1</td>
<td>Rules 2, 4 and 5</td>
</tr>
<tr>
<td>Aa1</td>
<td>D1</td>
<td>Rules 2, 4 and 5</td>
</tr>
<tr>
<td>Aa1</td>
<td>X</td>
<td>Rules 2 and 5</td>
</tr>
<tr>
<td>A1</td>
<td>B1</td>
<td>Rules 3 and 5</td>
</tr>
<tr>
<td>A1</td>
<td>C1</td>
<td>Rule 4</td>
</tr>
<tr>
<td>A1</td>
<td>X</td>
<td>Rule 5</td>
</tr>
<tr>
<td>Ab1</td>
<td>A1</td>
<td>Rule 6</td>
</tr>
</tbody>
</table>

**APPLYING RULES**

This section describes the order in which rules are applied to calls.

**FOR INTER-ZONE CALLS**

1. All relevant dedicated rules are applied.
2. If there are no relevant dedicated rules, all relevant non-dedicated rules (including default rules) are applied.
3. Any relevant subzone rules are applied.
Calculating Used Bandwidth

**FOR INTER-SUBZONE CALLS**

1. All relevant dedicated rules are applied.
2. If there are no relevant dedicated rules, all relevant non-dedicated rules are applied.
3. If there are no relevant dedicated rules and no relevant non-dedicated rules, and the endpoints belong to different subzones, the default subzone rule will apply.

**Note** The inter-subzone algorithm is skipped if both endpoints are in the same subzone, or if both endpoints belong to no subzone. Endpoints that are not members of any subzone are considered to be in the same subzone, and are automatically placed in the default subzone. The default subzone rules will then apply to the endpoints.

**CALCULATING USED BANDWIDTH**

The bandwidth required by a call must be available via each of the rules used by that call. For example, the call between endpoints Aa1 and B1 in Table B-2 uses rules 2 and 3. The bandwidth allowed by each of these rules is as follows, according to Table B-1:

- Rule 2—10 Mbps
- Rule 3—20 Mbps

Assume that the call requires 5 Mbps of bandwidth and that no other calls are currently in progress. When the call connects, 5 Mbps will be used for each of Rules 2 and 3. The available bandwidth will fall to 5 Mbps for Rule 2, and to 15 Mbps for Rule 3.

**Warning** A call will fail if there is not enough bandwidth available for any of the rules used by that call. The ECS bandwidth restriction mechanism blocks the call on first rule that does not have enough bandwidth available.

**DEDICATED RULES**

You can use dedicated rules with, for example, leased lines or for a dedicated network connection between subzones or zones. A dedicated rule (such as Rule 4 in Table B-1) is a rule which applies to calls between specified endpoints, subzones or zones. For example, in Table B-1, Rule 4 is a dedicated rule between Zone A and Zone C, and between Zone A and Zone D. A call governed by a dedicated rule will not be governed by any non-dedicated rule.
The bandwidth used a call which activates a dedicated rule is not included in the used bandwidth calculation described in the Calculating Used Bandwidth section.

A non-dedicated rule can govern any call that is not dedicated.

**DEFAULT RULES**

A default zone rule (such as Rule 5 in Table B-1) applies to any inter-zone call that does not match any of the defined dedicated rules.

A default subzone rule (such as Rule 6 in Table B-1) applies to any inter-zone call that does not match any of the defined inter-subzone rules (dedicated or non-dedicated).
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